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 1. INTRODUCTION
 1.1 Purpose & Scope
 This document provides guidelines on setting up and operating the TEMS Investigation drive test tool for performing Performance and Optimization drives with focus on 2012 network modernization campaign.
 This document is for Engineers using the drive test tool to perform Optimization related activities.
 It is limited to the current version of the tool which at this time is TEMS Investigation 14.x.x.
 This version has been tested for compatibility with Actix and is to be used for all drive testing purposes.
 The commonly used UE devices for the Optimization are as follows:
 Test UEs Samsung Galaxy S3 SGH i747 LTE/HSPA/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy S3 SGH 999 HSPA+/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy s 4G from Ascom HSPA/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy S II 4G TEMS connectable UE (GSM/UMTS/PCS/AWS w/ locking)
 ZTE Rocket 3 MF683 HSPA+ Data stick
 TEMS Investigation Connectable Sony Ericsson TM506 Bella (older units from Ascom)
 Samsung T639 (commercial version)
 HTC G1 – w/ Debug Mode
 HTC My Touch w/ Debug Mode
 Huawei UMG181 Datastick (commercial version)
 Huawei UMG1831 Data Stick (commercial version)
 HTC HD2 (commercial version)
 ZTE MF683 Rocket 3/Washington Datastick (Dual Carrier UE)
 HTC Sensation with Diagnostic Interface
 HTC Amaze with Diagnostic Interface
 This document will be updated continuously as newer versions of software / handsets are approved in addition to improved drive test practices.
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 2. DRIVE TEST SUPPORT INFO
 Drive test activities are managed locally by Market and Regional Engineering teams. The FSC Support is provided by Network Assurance Team – POC:
 o Cristian Iordache – [email protected] o Supree Jitkawin - [email protected] o TEMS Licensing: [email protected] o RF Assurance: [email protected] o RF Assurance Automation: http://actixone.gsm1900.org:8081/automation/
 The Test Tools Forum is hosted here Nw. Assurance Tools Support Forum. You may consult it to troubleshoot the problems you may experience with your tools and add there your own issues or findings.
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 http://actixone.gsm1900.org:8081/automation/
 http://rftools.gsm1900.org/phpbb/index.php
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 3. TOOL SPECIFICATIONS
 The following section highlights the minimum / recommended specifications for both software / hardware capabilities. In addition, the current requirements for tools based on Cluster / Market Optimization drives are also presented
 3.1. Software and Hardware Requirements
 3.1.1. TEMS Investigation ver. 14.x Software Requirements
 According to the Ascom TEMS reference sheet, the following software is supported for TEMS Investigation ver. 14.x:
 Windows 7 Pro 64bit addressing compatible (avoid 32 bit OS due to RAM addressing limitations)
 Windows XP Professional 32 bit with Service Pack 2, Windows XP Tablet PC Edition with Service Pack 2. This configuration will limit the RAM access to 3.2GB and is not recommended for complex test cases.
 It is suggested to avoid corporate imaging. The idea behind avoiding corporate imaging is that through this process the laptop will have some extra apps and features such as disk encryption, port scan, USB port access tracing, antivirus and network firewalls who load the processor. TEMS Investigation is very processor and RAM intensive thus any other apps running in background will interfere and may induce crashes/freezes.
 Internet Explorer 8.0 or higher required for Report Generator and licensing
 Microsoft Office 2003 composing of Microsoft Word, Microsoft Excel and Microsoft Graph
 Set the Windows system in BEST PERFORMANCE MODE (My Computer Properties Advanced Performance Settings Adjust for best performance)
 !
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 Figure 1 - How to Put the Test Laptop in "Best Performance Mode"
 Remove any antivirus apps
 Remove or disable any firewall apps
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 Figure 2 - Disable Firewalls
 Figure 3 - Unblock the TEMS Application in Windows
 Disable Autoplay
 IPv6 not in use
 Always On Scheme for the power setting
 Disable Screen Saver
 Disable Auto Update
 Disable Media Player Sync
 Remove any other apps that may load the CPU (e.g. keep only those needed for proper test devices and TEMS functionality)
 The new "IP sniffing” feature in TEMS Investigation cannot be turned on while doing data service testing at throughputs above 25 Mbit/s. If turned on, it will cause TEMS Investigation to crash. (unless restricted using the “Optimized Performance” option)
 Use simple Workspaces while collecting data; avoid using message Report windows and Charts on TEMS Investigation GUI while drive testing.
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 Run the TEMS Investigation Computer Diagnostic Utility. The end user should check if the test machine
 complies w/ H/W requirements, by running the Computer Diagnostic app. Bundled with TEMS investigation.
 To do so, go to START Programs Ascom TEMS Products Utilities TI Computer Diagnostic Utility and check if all Windows settings are suitable. You must disable all the items shown in orange or red in the Status Column:
 Figure 4 - TEMS Investigation Computer Diagnostics The laptop used for drive test collection needs to be checked for the following before the drive test begins: 1. Virtual Memory: Open Control Panel System Advanced Performance Options Advanced Virtual
 Memory a. Ensure Initial Size is larger than Recommended b. Ensure Maximum Size is much larger than Initial Size
 2. Advanced Power Management: Needs to be disabled, please consult the laptop user manual on how to
 disable the APM in BIOS 3. Automatic Software Updating: Ensure software that uses an auto-update function to receive automatic updates
 from a web site over a dial-up connection is disabled 4. Bluetooth: As Bluetooth is not needed, it should be disabled, please consult the laptop user manual on how to
 perform this 5. IR Port: Disable the IR ports as they may interfere with ordinary COM ports, please consult the laptop user
 manual on how to perform this 6. Intel SpeedStep: If the PC is equipped with Intel’s SpeedStep technology regulating the processor speed,
 choose the setting “Maximum Performance” for all types of operation (“Plugged In”, “Running on Batteries”) 7. Energy Saving Features: Need to ensure the laptop does not go into standby mode. Go to Control Panel
 Power Options Power Schemes Tab Check “Never” for all Options. Go to Control Panel Power Options Advanced Check “Do Nothing” for all Options.
 8. Screen Savers: Disable the Windows screensaver by going to Control Panel Display Screen Saver
 Check “None” 9. Security Products: Please note that hard disk encryption software, firewalls, virus scanners need to be
 disabled to prevent possible interfering with data service testing.
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 10. Sound: Ensure sound is un-muted. Go to Control Panel Sounds & Audio Devices Ensure mute
 checkbox is not checked 11. Dongle Check: The supported configuration for the TEMS dongle can be checked by plugging in the hardware
 key into a USB slot and then navigating to Start Programs TEMS Products Utilities HASP HL Key Reader to obtain all current licensing information. This step only needs to be performed once for each dongle
 12. You have to ensure that the USB port you are using for datasticks are able to deliver 5Vcc and 500mA to
 power your datastick properly. Usually not all the USB ports in laptops are able to deliver enough power and not all are USB 2.0.
 13. Hard Drive Space: It is essential to transfer / delete redundant drive test data to ensure sufficient hard disk
 space is always available 14. TCP/IP Settings: Ascom recommends adjusting certain TCP/IP settings (TCP Window Size) in Windows
 Registry.
 3.1.2. Hardware Requirements for TEMS Investigation ver. 14.x
 The reliability of TEMS Investigation application is strictly related to the host laptop h/w specifications. Low end laptops are prone to experience frequent crashes due to processor, bus or USN hub bottlenecks.
 Recommended configuration (required for test cases involving more than one test device and essential for LTE testing or maxed-out configuration including multiple UE, 4G data sticks and multi-band/Multi-technology scanning):
 Intel Core i7-nnnQM/XM, Intel Core i7-2nnnQM/XM, Pentium Quad Core class II i7 processor from 2nd or 3rd
 generation Core family CPUs and never the Low-voltage versions.
 More than 4GB RAM (DDR3), preferably 8GB.
 Dedicated Nvidia or ATI Graphics card Class one or two (See for details http://www.notebookcheck.net/NVIDIA-GeF ... 437.0.html supporting 1024 x 768 (SVGA) with at least 16 bit colors and (High Color) Note: It is suggested that you should select form either Class one or the first half of the Class two Graphics cards. Do not use laptops with Intel HD video cards or laptops which are not having dedicated GPU and stand alone VRAM (those using shared Ram)
 Minimum 4 USB 2 ports; 1 USB port for each phone (Configured to 7-port USB HUB)
 ExpressCard/34 slot or PC Card slot for any data card user terminals
 1 USB 2 port for PCTel SeeGull scanner
 1 USB 2 7-port USB HUB
 Sound card and loudspeakers for event audio indications
 Enough disk space to accommodate temporary files created during logfile recording and replay (> 300GB)
 When using the measurement equipment in a vehicle, there a need to ensure that the power supply is sufficient with regard to the power consumption of the equipment.
 Windows 7 Pro 64bit addressing compatible to access more than 3.2GB RAM
 !
 http://www.notebookcheck.net/NVIDIA-GeForce-GT-330M.22437.0.html
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 Minimal configuration (feasible only for test configuration involving just one test handset, or one non-4G data sticks, or a single band scanner): According to the TEMS reference sheet, the following are recommended hardware configurations for optimal use.
 Laptop supporting a 2.8GHz Pentium class II i5 or i7 processor dual core
 More than 4GB RAM (DDR3), preferably 8GB.
 Graphics card Class one or two (See for details http://www.notebookcheck.net/NVIDIA-GeF ... 437.0.html supporting 1024 x 768 (SVGA) with at least 16 bit colors and (High Color) Note: It is suggested that you should select form either Class one or the first half of the Class two Graphics cards.
 1 USB 2 port for each phone (Configured to 7-port USB HUB)
 USB 2 port for PCTel SeeGull scanner (Configured to 7-port USB HUB)
 Sound card and loudspeakers for event audio indications
 Enough disk space to accommodate temporary files created during logfile recording and replay (> 40GB)
 When using the measurement equipment in a vehicle, there a need to ensure that the power supply is sufficient with regard to the power consumption of the equipment.
 Windows 7 Pro 64bit addressing compatible to access more than 3.2GB RAM
 The TEMS Investigation 14 Manual is recommending the following generic specs for TEMS Investigation 14.0.x:
 Processor and RAM requirements are strongly dependent on what external devices are connected and what tasks they perform. The recommended minimum configuration is:
 Pentium T7200 or AMD TL-58 class CPU,
 dedicated graphics card from ATI or nVidia; 1 GB RAM.
 Windows 7 with Service Pack 1 (x86, x64) • Windows Vista with Service Pack 2 (x86) Windows XP with Service Pack 3 (x86) In addition, all the latest Windows updates should always be installed.
 Please note that it is not advisable to collect data with more than one device, or to collect data in an LTE or HSPA network, using the above mentioned configuration. Multiband/multi-technology scan, HSPA+, LTE data service testing at high throughput rates (above 50 Mbit/s) with a Qualcomm chipset based device requires a very powerful PC processor such as an Intel Core i7. For testing with a large array of connected devices (for example, 6–8 devices plus GPS), an Intel Core i7-nnnQM/XM, Intel Core i7-2nnnQM/XM, or equivalent processor is necessary. Other Hardware requirement include but not limited to: - USB Ports for different equipment - ExpressCard/34 slot or PC Card slot for any data card user terminals - Graphics: 1024 x 768 (SVGA) with at least 16 bit colors (High Color) - Enough disk space to accommodate temporary files created during logfile recording and logfile analysis
 3.2. TEMS Kit
 The current drive test configurations require each TEMS kit to be fitted with hardware shown below. Each TEMS kit is ordered with a particular configuration and arrives in a Pelican case. UEs & USB cables, Huawei data sticks & USIMS are stored separately. It is the Regions responsibility to purchase cables, accessories and spares for the test gear.
 http://www.notebookcheck.net/NVIDIA-GeForce-GT-330M.22437.0.html
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 1 Laptop equipped with TEMS Investigation software + Laptop Charger
 1 USB-2 7x Port Hub + 1 USB cable
 1-4 UE Holders (optional)
 DC Power Cable
 3 – DC12V Cigarette Lighter Outlet box
 3 Smarteq Minimag antennas (wideband PCS/AWS)
 3 FME Male to SMA Male adapters
 1 Trimble external GPS mag mount antenna
 Test UEs Samsung Galaxy S3 SGH i747 LTE/HSPA/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy S3 SGH 999 HSPA+/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy s 4G from Ascom HSPA/UMTS/GSM TEMS Connectable and w/ Cell Lock
 Test UEs Samsung Galaxy S II 4G TEMS connectable UE (GSM/UMTS/PCS/AWS w/ locking)
 ZTE Rocket 3 MF683 HSPA+ Data stick
 Test UEs (Commercial Samsung SGH T639, Commercial Samsung SGH T659,etc.) for Win XP machines
 USB Cables
 UE Chargers
 Test phone and Data Stick USB Extension Cables
 Test micro or mini USIMs (for data sticks use SIM provisioned w/ appropriate test plan)
 SeeGull EX Dual-band scanner (GSM-1900/UMTS-1900/2100) for UMTS1900 modernization –related activities
 SeeGull EX+ GSM1900/UMTS1900/UMTS2100/LTE2100 scanner for LTE modernization-related activities
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 4. DRIVE TEST PREPARATION
 The following section describes activities which should be performed before a drive test occurs. These activities ensure that a successful drive test results and minimum time is wasted on unnecessary tasks.
 4.1. Drive Team Responsibilities
 There are usually a number of people involved in the drive test collection phase and their tasks and responsibilities are:
 Drive Test Team (Vendor): o Drive Tester:
 Responsible for ensuring vehicle is driven in a safe, law-abiding fashion whilst covering all roads identified in the drive route
 o Drive Test Operator: Responsible for ensuring software & hardware are correctly setup and drive data is collected
 in a correct manner whilst resolving any potential drive test issues Responsible for informing drive test supervisor of any equipment / software anomalies
 Drive Test Coordinator (T-Mobile / Vendor): o Responsible for coordinating drive test schedules with drive test teams to ensure correct cluster &
 market acceptance drives occur o Responsible for ensuring drive tester has the correct drive route o Responsible for ensuring drive test operator has all equipment & tools required to do the job o Responsible for ensuring any parts that need to be replaced are procured in a timely manner and
 installed in the kit. All defective equipment needs to be logged and informed to the Market supervisor
 T-Mobile Engineering Market Supervisor (T-Mobile): o Responsible for drive route development and its delivery as well as the provisioning of cel or cel.xml
 files, workspaces etc; o Responsible for ensuring correct workspaces & command sequences have been procured o Responsible for ensuring drive test team has had adequate training on the use & installation of all
 equipment o Responsible for ensuring the cluster has at least 90% of sites available and without alarms before
 drive testing can occur
 These responsibilities should be clear so that each person knows what tasks are required of them and to ensure all drive tests occur with as minimal disruptions as possible.
 4.2. CS & PS Call Server
 Before a drive test occurs, it is vital that the drive test Engineers perform some basic call testing to ensure there are no issues with the CS & PS call servers. Ideally, this should be performed before the drive testers reach their origination point for the drive test. The following are the CS & PS servers that have been setup for UMTS call testing.
 CS Call Server Info:
 CS Long Call Test Call Servers
 123-456-789 (on ALU and some Ericsson Switches, where Call Server option has been enabled). A network disconnect message is sent indefinitely and the line is kept alive.
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 CS Short Call Test Call Servers
 123-456-789 (on ALU and Ericsson Switches, where Call Server option has been enabled). A network disconnect message is sent indefinitely and the line is kept alive.
 1-866-783-4160 - Short Call (T-Breeze –- the line is closing automatically within 30 seconds)
 The 123-456-789 number will work in the ALU Switches and possibly in some Ericsson switches as well. Test the line before deciding to use it and check if the Call Server is setup properly in your area and if the line is on indefinitely. You may contact Alejandro Lucero if the Call Server in your area doesn’t work properly or it doesn’t have sufficient lines for concurrent MO calls. The 1-866-783-4160 T-Breeze should be avoided when the 123-456-789 option is available since it is a paid service. The associated test number allows 400 simultaneous connections which is scalable to 2000. Whilst 1-866-783-4160 T-Breeze is a conference bridge number, it is valid for CSV Short calls without the requirement of entering a PIN. A network disconnect message is sent until approximately 30 sec thus satisfying the current needs of a 20 sec Short call.
 4.3. FTP Test Server
 There are 2 FTP servers in Atlanta & Snoqualmie switches that have been setup for 3G and 4G data testing.
 4.3.1. FTP Test Server Settings
 SNQFTP Test server (in Seattle):
 IP: 10.176.2.180 via epc.tmobile.com APN based public subnet
 (IP: 10.176.2.181 via test APN based test subnet: 10.176.2.178/28)
 Connection Type: PASSIVE
 User name: < ask* [email protected] or [email protected]
 for the current username>
 Password: < ask* [email protected] or [email protected]
 for the current username>
 Download Path: /Download
 Upload Path: /Upload/<Region>/<Market Name> (e.g. /Upload/West/Seattle)
 ATLFTP Test server (in Atlanta):
 IP: 10.184.2.180 via epc.tmobile.com APN based public subnet
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
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 (IP: 10.184.2.181 via test APN based test subnet: 10.184.2.178/28)
 Connection Type: PASSIVE
 User name: < ask* [email protected] or [email protected]
 for the current username>
 Password: < ask* [email protected] or [email protected]
 for the current username>
 Download Path: /Download
 Upload Path: /Upload/<Region>/<Market Name> (e.g. /Upload/West/Seattle)
 * the username and password are not saved in this document for security reasons. Please ask
 [email protected] or [email protected] to provide the access credential and keep
 them safe.
 For security reasons, you must not send all the access info (FTP Server IP, username, password) in the same email.
 Send the password separately.
 The /home/umtsftp/Download folder contains sample files available for FTP DL & UL:
 Examples: 1MB.txt, 30MB.txt….
 If the local host download path is not specified in the FTP Action entry in the script (e.g. c:\MyFiles\1MB.txt), TEMS Investigation will download the file to a temporary folder.
 Do not alter the test files in the /home/umtsftp/Download folder.
 Prior to start the test sessions check if the test files have the right size. Some users may have the files
 The /home/umtsftp/Upload folder contains the following folder structure:
 Region / Market (e.g. Central / Chicago)
 Separate folders for each market were setup within the Upload folder to minimize the instance where multiple FTP UL sessions are sending the same file to the same folder. To further minimize / eliminate the possibility that a file being uploaded is trying to be overwritten in parallel by another UL FTP session, perform the following:
 Name the UL File in the TEMS Command sequence relating to the Kit number for a specific drive. For E.g. if Kit 07 is used to drive Cluster 1, then the UL file will be named as:
 o K07_2MB.txt
 o K07_3MB.txt
 Note that the above files need to be available on the local laptop in the specified directory as per the TEMS command sequence. The drive test operator / Cluster Engineer should always ensure that the UL files, folders & DL files are available in the local host before the start of each drive test.
 TEMS Investigation scripting editor provides also an option to generate a upload test file with a configurable size.
 TEST FTP Issues Procedure
 In the event that one server is not available, the other can be used for drive testing purposes. The escalation path for server issues is as follows:
 !
 !
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
 mailto:[email protected]
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 Server Admin: David Birchak: Sr Engineer, System Perf. & Plng. m: 502-235-1701 [email protected]
 Other useful contacts:
 Contact NOC: 1-888-662-4662 (Outlook Email: Tier 2 Operations Security , NOC Data or OSCWT Data) for Firewall issues. (POC: Jose Rodriguez | Tier 2-Network Security Operations | ·T···Mobile·USA | w: 215.633.5298 | c: 215.870.0258)
 1) Ask NOC to raise ticket to Engineering Platform Support – UNIX / SAN
 2) Provide information for FTP Servers
 SQPRFTP1 / IP: 10.176.2.180 (SNQ)
 ATPRFTP1 / IP: 10.184.2.180 (ATL)
 Current security FTP Rules:
 Figure 5 - FTP Rules on Firewall
 4.3.2. Market FTP Server Mapping
 The following table contains the Market to FTP server mapping. It is critical that each market use the correct FTP server to maximize throughput and minimize latency.
 Region Market SNQ / ATL Region Market SNQ / ATL
 Central Chicago ATL South Austin SNQ
 Central Kansas City SNQ South Dallas SNQ
 Central Denver SNQ South Atlanta ATL
 Central Milwaukee ATL South Houston SNQ
 Central Columbus SNQ South Tampa/Miami ATL
 Central Minneapolis ATL South Nth & Sth Carolina ATL
 Central Cleveland ATL South Jacksonville ATL
 Central Detroit ATL South Puerto Rico ATL
 Central St Louis SNQ South New Orleans ATL
 Central Indianapolis ATL South Florida SNQ
 Central Cincinnati ATL South Birmingham ATL
 Central Pittsburgh SNQ South Orlando ATL
 Central Louisville ATL South Mobile ATL
 mailto:[email protected]
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 Central Oklahoma City SNQ South Memphis ATL
 Central Nashville ATL West Seattle SNQ
 Central Wichita SNQ West San Francisco SNQ
 Central Knoxville ATL West Phoenix SNQ
 Central Des Moines SNQ West Las Vegas SNQ
 Central Arkansas SNQ West Sacramento SNQ
 Central Tulsa SNQ West Portland SNQ
 North-East Long Island ATL West San Diego SNQ
 North-East New York ATL West Inland Empire SNQ
 North-East New Jersey ATL West Salt Lake City SNQ
 North-East Connecticut ATL West LA North / Simi Valley
 SNQ
 North-East Washington DC ATL West Albuquerque SNQ
 North-East Virginia ATL West El Paso SNQ
 North-East Philadelphia ATL West Hawaii SNQ
 North-East New England ATL West Spokane SNQ
 North-East Central PA ATL
 4.4. UDP Test Server
 Currently there are neither production iperf test servers nor other UDP test servers for 3G/4G data testing.
 Some Network Bandwidth, Latency and Jitter test cases may use the iperf software. For the purpose of “best effort” throughput, jitter and latency testing the following generic test configurations may be considered:
 1) TEMS 14.x.x with its TEMS embedded iperf client when TEMS Command Sequences, App layer KPI collected inside TEMS log files are required by the current Actix KPI algorithms.
 2) External iperf sessions conducted via OS, outside TEMS Investigation app, via command prompt and scripts when RLC KPI collected inside TEMS log files are usable by Actix KPI algorithms.
 3) TEMS UDP testing via embedded TEMS Investigation UDP+SSH client. This option is not available in T-Mobile network (no TEMS UDP server available).
 !
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 Figure 6 - UDP iPerf Test Server Deployment
 4.4.1. UDP Testing with TEMS Investigation embedded iperf client
 The TEMS Investigation iperf client functionality has been verified with iperf installed under Windows Server 2008 R2, Windows 7 and OpenSUSE 11.2
 Installation for SSH2 If you wish to do iperf testing over the secure SSH2 protocol, you must install TEMS Investigation by executing a special MSI file named TEMS_Investigation_13.0_SSH2.msi To run the Network Bandwidth activity over SSH2, the PC must have a HASP key installed with the SSH2 license option encoded.
 4.4.2. UDP Testing with external iperf clients
 Standalone iperf client/server is not supplied with TEMS Investigation but can be downloaded from as a part of Cygwin http://www.cygwin.com/. (The default iperf.exe version available in Windows or the one available in c:\Program Files\Ascom\TEMS\ may not work reliably. The iperf server can be installed on a Linux (preferably), Unix, or Windows platform.
 a Linux iperf server is required. It can be turned on with the following command: $ iperf –s –u –D –p 5001 –f k –I 1
 a reliable Windows client can be installed (e.g. iperf via Cygwin http://www.cygwin.com/ ). It can be turned on via commands like the following:
 http://www.cygwin.com/
 http://www.cygwin.com/
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 $ iperf –c XXX.XXX.XXX.XXX –u –P 1 –i 1 –p 5001 –f –m –t 10 –b 50m –d
 $ iperf –c XXX.XXX.XXX.XXX –u –P 1 –i 1 –p 5001 –f –m –t 10 –b 50m –r
 Common iperf commands:
 4.5. UE & Scanner Positioning
 The current test setup states that the measurement and verification of the GSM, UMTS and LTE KPIs with a test UE shall be equivalent to in-car use. However, the scanner antenna will be located on the vehicle rooftop but will not pass through any attenuation. For the UEs, equal distance between terminals is required. Ideally, the test terminals should be kept at a minimum 12…18” one from each other to avoid Tx/Rx inter-modulation effects.
 The Huawei datastick needs to be mounted vertically at the same location as the other handsets. This is to ensure the datastick experiences approximately the same RF conditions as the other devices. Hence, it is vital that the datastick is connected via a USB cable through to the laptop USB port. For the scanner, the equipment will be located within the TEMS drive test kit however the external antennas need to be mounted on the rooftop.
 The magnetic mount antenna provided with the scanner is a 0 dBd gain antenna. The Smarteq cable loss at 2 GHz is specified at 1.86 dB per meter cable maximum. If the length of the cable is 2.6 m, the maximum loss from the antenna to the scanner at 2 GHz is 4.84 dB. The following table shows the attenuation at various frequencies:
 Figure 7 Scanner Antenna Losses
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 5. TEMS INVESTIGATION SETUP
 The following section illustrates the various steps involved in installing and setting up TEMS Investigation for data collection.
 5.3 TEMS Installation
 1) Download the latest software from: \\Gsm1900.org\Engineering\Shared\TEMS 2) The Microsoft DotNet 3.5 and 4.x Libraries can be installed before TEMS Investigation Installer is executed:
 \\Gsm1900.org\Engineering\Shared\TEMS or alongside w/ TEMS Investigation installation
 3) Remove any HASP USB keys you may have attached to the laptop, remove any software key (SLHASP) you may have detached from the licensing server
 4) Execute in “Run as Administrator” mode the file: SetupTEMSInvestigationXX.x.x.exe available in \\Gsm1900.org\Engineering\Shared\TEMS\TEMS_Investigation_XX
 Currently: \\Gsm1900.org\Engineering\Shared\TEMS\TI_14.1.0
 Do not run the .msi file, select SetupTEMSInvestigation.x.x.exe instead.
 Figure 8 - Install Wizard Startup
 Figure 9 TEMS Installation (Win XP and Win 7) – Hit NEXT
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 Figure 10 TEMS Installation (Hit NEXT)
 5) Click Next through the SLA:
 Figure 11 TEMS Installation – EULA Accept (Check Accept… and hit NEXT)
 6) Leave the default folder chosen and click Next
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 Figure 12 TEMS Installation – Installation path (Hit NEXT)
 Figure 13 TEMS Installation – Start Installation (Hit INSTALL)
 7) Hit YES at UAC Request:
 Figure 14 - UAC Request (Win 7 – only) – Hit Yes
 8) The TEMS installation files will be now copied to the specified folder. Click Next through the drivers setup reminder and click Finish to end the installation process
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 Figure 15 TEMS Installation progress
 Figure 16 - Automated DotNet Framework installation
 Figure 17 TEMS Installation – Finalized (Hit FINISH key)
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 9) Now, copy the latest TEMS drivers (scanner drivers phone drivers) from the Drivers CD folder located in the same directory with TEMS Investigation Installer:
 This folder can be copied to C:\Program Files\Ascom\TEMS Products\TEMS Investigation
 10) In Windows 7 TEMS investigation cannot be run properly because Windows 7 UAC is blocking the
 investigation.exe runtime. You may get the following message while trying to run TEMS
 Investigation:
 "The requested operation requires elevation"
 To solve this, you have to setup the investigation.exe executable so you can run it in ELEVATED MODE,
 overriding any Windows UAC lockups following the steps below:
 Step 1 - In Windows 7: go to: c:\Program Files (x86)\Ascom\TEMS Products\TEMS Investigation
 x.x\Application\
 …or in Windows XP: c:\Program Files\Ascom\TEMS Products\TEMS Investigation x.x\Application\
 .. and find the "Investigation.exe" file.
 Step 2 - Right click on it, and go to PROPERTIES
 Step 3 - Find the "COMPATIBILITY" tab, the one which has an "RUN AS ADMIN" Selection
 option
 Step 4 - Select "Run AS ADMIN" check box
 Step 5 - click Apply
 Step 6 - Click OK
 Step 7 - Start TEMS Investigation and answer with YES when UAC notification appears.
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 6. TEMS Investigation Software Licensing
 Licensing for TEMS Investigation is based on the HASP technology.
 A Software HASP key needs to be detached from the Licensing Server in order to run TEMS Investigation for data collection or log file review.
 The users can check out (“detach”) and return (“attach”) licenses online, over an intranet connection or from Internet if the laptop is provisioned with T-Mobile VPN access.
 Licenses are time-limited, meaning that they expire after a predetermined time period, currently set to 4 days, and are then returned to the pool of available licenses. They can be checked out again if needed.
 Figure 18 – HASP Soft Licensing
 The test machine registration is coordinated through TEMS Licensing Group (Outlook TEMS Licensing, [email protected])
 The software (SL) licensing procedure is explained in the following documents available in InfoRouter:
 Step by step registration and online detach procedure:
 Registration and Licensing MOP: Ascom TEMS SL user training.pptx
 Detailed MOP: TEMS_SL_Licensing_MOP.docx
 Registration Form: TEMS Registration Req Form Ver 3.xlsx
 Caveats:
 - Online detaching and access to the licensing server may be blocked by firewalls and antivirus apps. All the communication to the Licensing Server is conducted via UDP and requires TCP port 1947 to be unblocked in the T-Mobile LAN.
 - The Safenet Sentinel License manager runs continuously generating unnecessary traffic even if a license is detached and active in the test laptop.
 To avoid unnecessary traffic coming from the License manager running in background, the user should: 1) Launch the Internet Browser and go to http://localhost:1947. 2) On the side bar labeled "Administration options" go to "Configuration". 3) Select the tab for "Access to Remote License Managers". 4) Un-select the check boxes and it should stop that annoying unnecessary IP traffic.
 mailto:[email protected]
 http://docs.eng.t-mobile.com/InfoRouter/docs/~D2650501
 http://docs.eng.t-mobile.com/InfoRouter/docs/~D2635413
 http://docs.eng.t-mobile.com/InfoRouter/docs/~D2800005
 http://localhost:1947/
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 Figure 19 - How to Block Background Sentinel LM Traffic
 Do not pick (detach)more than one license from the licensing server. If you pick a license marked with “LTE” in the name, it has already support for GSM and UMTS, it is not necessary to pick another license for these technologies. If you are no longer using a license you should push (attach) it back to the server. All licensing related issues should be directed to TEMS Licensing Group: [email protected] … and/or [email protected] (m: 201-887-8149)
 mailto:[email protected]
 mailto:[email protected]
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 7. User-assisted Device Detection – Manual UE Configuration
 If a device is not detected automatically by TEMS Investigation, although it is supported, then you can run the Manual UE Configuration utility to help TEMS Investigation recognize the device. Normally there is no need to do this; there are however certain devices for which you must use Manual UE Configuration as an aid to detection. Detailed information on how to setup UE in TEMS investigation is available in the TEMS Investigation Help (accessible in the tool itself by hitting F1):
 Chapter 7- Managing External Equipment
 Chapter 8 - Activating External Equipment On the Equipment tab of the Navigator, click the button Start Manual UE Config. Alternatively, you can launch this utility by running the file: <TEMS Investigation install dir>\Application\ManualUEConfig.exe
 The tool Manual UE Configuration has two tabs where you create different kinds of entries used in the detection phase: “Device Configuration” and “Port Configuration”. The Device Configuration tab is the most commonly used. It creates an entry for the device that can be reused independently of the actual COM port number used for the device. On the “Port Configuration” tab you create an entry that is directly mapped to a COM port number on the PC. The Port Configuration tab is mainly used for Datang devices (NG-FLASH);
 7.1.1. Manual UE Setup via Device Configuration (preferred)
 On the Equipment tab of the Navigator, click the button Start Manual UE Config. Alternatively, you can launch this utility by running the file: <TEMS Investigation install dir>\Application\ManualUEConfig.exe
 The Device Configuration tab is the most commonly used. It creates an entry for the device that can be reused independently of the actual COM port number used for the device.
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 Figure 20 – Manual UE Config page On the Device Configuration tab, click the New button to create a new entry. A dialog titled Select your device appears. In the tree view, select the device root node that contains the ports of interest. Then click OK.
 Figure 21 – Device Configuration – Selection Window The Manage Device dialog appears. Select the type of device to use and map each available port on the device to its function. Ports that do not have a mapping can be left blank or undefined.
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 Figure 22 – UE/Chipset Type Under Name, enter a name for the device. (The string does not show anywhere else in TEMS Investigation.) Under Type, choose the correct device type according to its capabilities. In the Ports section, all ports of the device are listed. In the combo boxes on the right is indicated the functional assignment of each port in TEMS Investigation. You can change this assignment by modifying the selections in the combo boxes. Finally, click OK. The device is added to the list in the main window. Click Save and Close.
 Click the Refresh button in the Navigator. This is necessary to update TEMS Investigation with the device configuration just defined. (If you are running the Manual UE Configuration utility independently, TEMS Investigation will update itself automatically with this data when launched.)
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 Figure 23 – New Entry Added Mapping Device Ports to Interfaces: If it is not clear which port should be mapped to which interface, the entries in the existing UEDescription.xml file (found under <TEMS Investigation install dir>\Application) may give an indication. The TYPE tag is mapped towards the interfaces, and the DESCRIPTION tag is the name displayed in the tool. (See the XML code excerpt below.) Below are some examples of mappings in UEDescription.xml:
 For a Samsung LTE modem (third column above) this corresponds to the following selections in the Manage Device dialog:
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 Figure 24 – Control Port Selection In the file UEDescription.xml itself the following entry appears:
 <PRODUCT NAME="This name is not displayed anywhere" PID="6889" FAMILY="SAMSUNG"> <DEVICE DESCRIPTION="Samsung USB LTE Adapter" SETUPCLASS="Net" TYPE="Ndis" /> <DEVICE DESCRIPTION="Samsung LTE Control Port" SETUPCLASS="Ports" TYPE="AT"/> </PRODUCT>
 Qualcomm Devices with LTE/TD-LTE Capability These are devices built on the Qualcomm MDM9x00 chipset families (TEMS Investigation license options “Qualcomm E” and “Qualcomm F”). Launch the Manual UE Configuration utility and select your device In the Manage Device dialog, do as follows. Under Type, select the appropriate chipset family. Then, in the Ports section, pair each available port to the correct port type as shown in the screenshot below. Finally, click OK.
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 Figure 25 – UE settings The device is added to the list in the main dialog window. Click Save and then Close. From now on, TEMS Investigation will detect the Qualcomm device as being of the type you selected in step 2. LG Devices with LTE Capability Launch the Manual UE Configuration utility and select your device Set Type to “LG Electronics LTE Modem”. Under Ports, assign the port named “... USB NDIS” (or similar) to the “Ethernet Interface” function. Also identify and map the ports to use for air interface messages (“Air Interface”) and AT communication (“AT Interface”).
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 Figure 26 – LG UE Settings Samsung Devices with LTE Capability For a Samsung device, set Type to “Samsung LTE Modem”. Under Ports, assign the port named “Samsung USB LTE Adapter” to the “Ethernet Interface” function. If the device has a “Samsung LTE Control Port” that answers to AT commands, assign that port to “AT Interface”.
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 Figure 27 – Samsung LTE Settings The device is added to the list in the main dialog window. Click Save and then Close. Data Service Testing with Arbitrary Devices Data service testing in TEMS Investigation can be done with any applicable device (even if not officially supported by Ascom), provided that it comes with Windows drivers enabling an IP data connection. All IP-based services can be tested (as well as video streaming), and all IP-related information elements will then be populated. If you want to use a device that is not officially supported, set Type to “Data Only Device” in the Manage Device dialog. Map the device ports as appropriate. Below is an example.
 Figure 28 – Settings for Other Data Devices
 7.1.2. Manual UE Setup via Port Configuration (to be avoided)
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 Ascom recommends avoiding this method and using instead the Manual UE setup via DEVICE CONFIGURATION as explained in the previous chapter. Use the PORT CONFIGURATION only when the DEVICE CONFIGURATION is not working properly. On the “Port Configuration” tab you create an entry that is directly mapped to a COM port number on the PC. The Port Configuration tab is mainly used for Datang devices (NG-FLASH); Optional: Identify the Diagnostic and Modem COM Ports associated with the device: Go to Windows Device Manager: From the desktop, right-click on My Computer Properties Hardware Device Manager Expand on Modems & Ports.
 Figure 29 – Interface Identification
 From Modems, select Qualcomm USB Modem Right-click Properties Select the Modem tab. Note the Com Port number. It is Com Port 32 for this example
 From Ports (COM & LPT), note the Com Port number for 3G Application Interface. It is Com Port 103 for this example On the Equipment tab of the Navigator, click the button Start Manual UE Config.
 !
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 Figure 30 Start Eq. Configuration Alternatively, you can launch this utility by running the file: <TEMS Investigation install dir>\Application\ManualUEConfig.exe
 Click NEW
 Figure 31 – Manual Port Configuration Choose a name for your manually entered device Select the right Chipset under TYPE field
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 Figure 32 – Port Configuration Selections Select the Air Interface which is the device Diagnostic interface , set to deliver the chipset messages Select the Data port which is usually the Dialup Modem port or the NDIS Interface Optionally you may select the AT Port, Control Port and UE ID Ports but they are not usually used by TEMS Investigation Click OK
 Figure 33 – Manual Configuration with new UE entry added Click SAVE Click CLOSE
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 8. Data stick SIM Activation procedure
 The following SIM TEST plans may be considered as feasible candidates for testing 2G/3G/4G performance:
 8.1. WEBCNDTST 4G Data Test Plan
 CODE: WEBCNDTST - should be requested by engineering for new data SIM activations, or as a request to migrate an existing SIM with the previous plan we used (CODE: WEBCNDEMO) WHEN THEY ARE NOT ACTIVELLY USED SINCE NEW PLAN MAY REQURE UP TO 48 HOURS TO BE UPDATED AND SIM CARDS MAY BE UNUSABLE FOR ALL THIS PERIOD OF TIME. Both transactions are completed by submitting offline requests through Employee Phone Accounts Legacy Web Site http://empphones.internal.t-mobile.com/. For those SIMs on the old/legacy web connect test plan (CODE: WEBCNDEMO), an authorized requestor or Regional Director must submit a "Make a Change to My Account". After completing the first few pages of the online request form, you would select Account Type: Test/Partner, Request Type: Change > Rate Plan. If you have bulk requests impacting more than one subscriber, please attach an excel file in attachments section of the order form. Most requests will be processed in 2-48 hours.
 8.2. TMOTSTTTW 4G Voice and Data Test Plan
 This new “TMOTSTTTW” non-throttled data plan is available for smartphones. It is a good fit for TMO test SIMs (unlimited voice and data). To change SIM plan: call TMO special care- 888-487-3783, provide BAN owner’s PIN and request to change service plan to TMOTSTTTW. The user of this new unlimited “TMOTSTTTW” Smartphone Test Plan must indicate Special Care what SOC Type should the plan be applied. There are two distinct Options depending of the smartphone type:
 1) TMOTSTTTW test plan with Smartphone SOC Samson Code TMOSP (SOC Description: TMO Test UNL Smartphone) for Non-Blackberry phones
 2) TMOTSTTTW test plan with Smartphone SOC Samson Code TMOBB (SOC Description: TMO Test UNL BB BIS/BES) For Blackberry phones
 BASE SOC
 BASE SOC DESC RELATED SOC
 RELATED SOC DESC
 RE
 LA
 TIO
 N T
 YP
 E
 TW
 O W
 AY
 IND
 OPERATOR ID
 EFFECTIVE DATE
 http://empphones.internal.t-mobile.com/
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 TMOTSTTTW
 TMO Test UNL Talk Test Web
 TMOBB (for Blackbery devices)
 TMO Test UNL BB BIS/BES 3 N 392403
 1/13/2012
 TMOTSTTTW
 TMO Test UNL Talk Test Web
 TMOSP (for any non-
 Blackberry devices)
 TMO Test UNL Smartphone 3 N 392403
 1/13/2012
 Do not swap back and forth SIM cards activated with test plans between smart phones and data sticks. The HLR may block them from service if the phone is used in different types of UE (MBB and smart phones).
 !
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 9. TEMS Investigation
 9.1. Usage rules
 Keep in mind the following rules while using TEMS Investigation: 1) Do not use workspaces created in other versions of TEMS for the TEMS installation you have (e.g. do not use
 use workspaces created and edited in TI 12.x.x for TI 14.y.y
 2) Keep workspaces you use during drive testing as simple as possible.
 Use simple line charts so you can monitor the progress.
 Use the GPS monitor to verify GPS position is valid.
 Avoid List monitors. (L3, L2, Mode reports, IP Data etc)
 If you use the map – try to keep it simple, stay away from serving line themes etc. 3) Do not use scripts built for other version. (e.g. use only scripts created in TI 14.1 for TI 14.1; a script created in TI11.0.2 will not work or crash TI 14.1. 4) When you edit scripts, design them to start logging in the beginning and after a few iterations close logfile. Then restart the sequence again with start logging. This will clear the buffers and lower RAM usage. 5) Run the included diagnostics tool to get information if your laptop is configured optimal. (details in: TOOL SPECIFICATIONS ) - If you have IPv6 - turn it off - If you have not set the computer to Performance mode – do so - Set the computer to basic scheme – avoid Aero glas etc 6) The "Non redistributable" scripts cannot be edited at all (Activities cannot be added, removed or changed and Configuration Sets for each activity is inaccessible). The "Distributable" scripts allow activities addition and removal but the existing configuration sets are still inaccessible for editing. It is recommended to build every new script from scratch and not by reusing existing ones. The script will work for the TEMS release in which it has been created end edited. FYI: - Configuration Sets info is saved as .config files in Activities are saved in the ".tsc" script files: C:\Documents and Settings\YOURNAMEHERE\My Documents\TEMS Product Files\TEMS Investigation 14.0\Scripts 11) Try to disable any firewalls and Antivirus apps that may interfere with TEMS particularly when you conduct
 tests involving data sessions (FTP, UDP tests, etc.) 12) TEMS Investigation startup crashes may be generated by corrupted workspaces and/or script files. To fix the
 issue, uninstall TEMS Investigation and remove all files and directories from: C:\Documents and Settings\<YourUsernameHere>\My Documents\TEMS Product Files
 13) Reinstall TEMS and start it with the default workspace.
 9.2. TEMS Investigation “.trp” log files recording rules
 !
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 To initiate recording of a logfile click the Start Recording button on the Record toolbar. This dialog appears:
 After you have completed all of these tasks, click Stop Recording to end the recording and close the logfile. Once you have closed it, you cannot log any more data to the same file. Buffering in Connection with Logfile Recording For each connected device, TEMS Investigation continuously maintains an internal buffer with the latest signaling. When starting a logfile recording (by any of the available methods), you decide how much of this buffered content should be inserted at the start of the logfile. There are pros and cons to including the buffered data, as discussed below. You may want to use a large buffer:
 If you wish to capture as much as possible of the context surrounding a device activity, for example, the signaling leading up to the establishment of the call or data session.
 If, at the start of a new recording, you want to evaluate some condition that depends on previously obtained data. For this to work, you need to have the relevant data available in the buffer so that it is copied into the new logfile.
 You may want to use a small buffer or no buffer at all:
 If you have no particular interest in what happened before the recording started, or if you want to prevent any possible confusion that might result from unexpected and unrelated data appearing at the beginning of the logfile.
 If you want to avoid duplication of data, for example in order to prevent skewing of statistics. Consider a script where voice calls are repeated in a while loop and a new logfile is recorded in each turn. If the Start Recording and Stop Recording activities are put first and last in the loop, then any two consecutive logfiles will overlap. Now if a call fails (e.g. is dropped), the failure will likely be registered in both logfiles, and this duplication will distort any statistics that are computed based on the data. To prevent logfiles from overlapping, decrease the buffer size (possibly to zero). Another way to avoid logfile overlap is to insert Wait activities in your script; This may be needed to avoid input drive test data duplication in Actix.
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 9.3. TEMS Test UE Drivers Installation
 The software / drivers should be downloaded from the Engineering Shared Drive, to be available before the start of the installation process. Hence, it is important that T-Mobile Engineers make this available to the DT Operators as they in most cases will not have access to the T-Mobile LAN. A summary of the software / drivers needed are shown:
 All drivers and connectivity apps: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\
 TEMS Investigation Connectable Samsung Galaxy S 4G Drivers: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_Galaxy_S_4G\Galaxy S4G\edison-V5_22_1_0-customer-checked
 Samsung Galaxy SIII drivers and connectivity: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_Galaxy_S3_Drivers TEMS Investigation Connectable Sony Ericsson Bella TM506: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Sony Ericsson\W995_C905a_Z750i_C702_W760_TM506_Z780_K790_K800i
 Qualcomm 6200 Chipsets – e.g. Samsung Carrera SGH t639Carrera): \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcommversion_2.0.3.0_TM6275_TM6280_(Samsung_Carrera)
 Samsung T659 Drivers: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcomm_SAMSUNG659_DRIVERS
 Qualcomm FFA 7200 Drivers: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcommversion_2.0.3.5 _(from_Gordy)
 Qualcomm FFA 8200 Drivers: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcomm_FFA HSPA Plus MSM8200 Qualcomm
 Huawei UMG 181 Data Stick \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Huawei UMG181 software_201010 \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Huawei_Datastick_Drivers(updated)
 Qualcomm 8200 Chipset – Huawei UMG1831 Data Stick \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Huawei_UMG1831
 ZTE MF683 Dual Carrier Data stick: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcomm_ZTE_Washington_MF683
 Android Platform USB driver: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Android_USB_Driver
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 In case the Windows default drivers were installed by mistake the following removal and reinstallation procedure should be followed: Qualcomm Drivers Update.doc
 9.4. Ascom TEMS Investigation Connectable Samsung Galaxy S 4G (Professional Test UE)
 Step 1 – Check if the phone has the Diagnostic Interface and Modem Interface enabled via Windows Device Manager:
 Figure 34 - Samsung G S III - Windows Interfaces (Win XP and Win 7)
 If these interfaces are not visible you have to enable them in the phone following the procedure below and then install the Samsung Galaxy S 4G drivers.
 - Download the drivers installer from the Engineering Shared Drive:
 \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_Galaxy_S_4G
 - Run the Setup.exe (as an Local Admin, hit “YES” when asked)
 http://docs.eng.t-mobile.com/InfoRouter/docs/T-Mobile/FSC/Systems%20Engineering%20and%20Strategy/E2E%20Planning%20and%20Performance/Performance/Performance%20Measurement/Drive%20Test/Samsung/Qualcomm%20Drivers%20Update.doc
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 Figure 35 - UAC Confirmation - Hit Yes at the following message:
 Figure 36 - Installation path Selection - Hit Install at the following message:
 Figure 37 - Install Confirmation
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 Figure 38 - Installation progress - After 2..5 minutes the installation will be completed and the following confirmation message will appear:
 Figure 39 - Installation Confirmed
 9.5. Samsung Galaxy S III 4G – Engineering/FOPS Build w/ Diag Interface and Modem
 Step 0 – Version Check
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 Figure 40 - Version Check
 There are 2 distinct versions of Samsung Galaxy S3 smartphone:
 - T-Mobile “HSPA+ Only” Hardware “Samsung SGH 999
 - LTE Hardware “Samsung SGH i747” this is the one we
 use currently
 There are 2 firmware versions:
 - LH3 Firmware (older firmware release w/o LTE features
 for locking)
 - LJ2 Firmware (the current engineering firmware)
 In order to identify properly the currently used h/w and firmware, the user should:
 -> select the Left Soft Key then …
 -> select SETTINGS and …
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 -> go to the bottom of the SETTINGS menu and select
 “About Device” …
 -> Check the h/w and firmware version who should look
 like this:
 Model Number: SAMSUNG-SGH-i747
 Android Version: 4.0.4
 Build Number: IMM76D.T999UCALJ2
 DO NOT USE NON MNC310 SIMs on this phone - The “AT&T” Samsung S3 SGH i747 is not SIM –Locked but for some reason if you put an non-T-Mobile SIM in it (with a MNC different than MNC 310, such as MNC300 we use in the lab) the UE will become SIM-Locked to this new MNC and will not be usable in the production n/w (MNC310). You’ll see “No Network” message.
 Step 1 – Check if the phone has the Engineering build with Diagnostic Interface and Modem Interface enabled via Windows Device Manager:
 Figure 41 - Samsung G S III - Windows Interfaces (Win XP and Win 7)
 If these interfaces are not visible you have to enable them in the phone following the procedure below and then install the Samsung Galaxy S III drivers.
 Step 2 – Diagnostic and Modem Interface Enabling procedure:
 In order to enable the Modem and Diagnostic Interface you have to:
 !

Page 50
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 - enter the following Samsung proprietary keystring at the phone’s keypad: *#7284#
 The following hidden menu will appear:
 Figure 42 - Phone Mode Selection Menu (*#7284#)
 - Select “PDA” (The other option “Modem” will set the phone in “Tethered Mode”)
 - Select Qualcomm USB Settings. The following sub-menu will appear:
 Figure 43 - Phone Mode Selection - Select “RMNET + DM + MODEM ” which enables Diagnostic Interface, the Modem Interface and RMNET
 interface. “RMNET” (and “RNDIS)” enable UE to use NDIS connections via scripts (instead of RAS Dialup)
 - Hit OK
 - A “Saved” message will be shown briefly
 - Go back to Home screen. At this point the UE will be detected by Windows OS as having the Diagnostic and Modem Interfaces enabled and you will have to install the associated drivers
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 Step 3 – Samsung Galaxy S III Modem and Diagnostic Interface Drivers Setup
 - Go to Engineering Shared Drive and install the latest QUALCOMM and Android ADB drivers for the handset:
 \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_Galaxy_S3_Drivers
 - Download Samsung_USB_Driver_for_Mobile_Phones_v1_3_2410_0 and run it locally as a local admin (Hit YES at the following message):
 - Hit OK:
 - Hit NEXT
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 - Hit NEXT
 - Hit INSTALL
 - Proceed with the installation:
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 - Hit EXIT when done:
 -
 Starting with TEMS Investigation 14.3, the Samsung Galaxy S3 HSPA+ SGH – 999 from T-Mobile is automatically detected thus the following step (Step 4) is not required.
 Starting with TEMS Investigation 14.4, the Samsung Galaxy S3 LTE SGH – i747 is automatically detected thus the following step (Step 4) is not required.
 In some cases TEMS Investigation ver. 14.3/14.4 and less often ver. 14.5 will automatically detect the Samsung Galaxy S3 LTE incorrectly, as a generic MSM8960. In such case, you should try to click on the
 Equipment navigator’s REFRESH button till the device is identified correctly as a Samsung SGH i747. If it doesn’t work, try to restart TEMS Investigation.
 !
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 Figure 44 - Samsung S3 LTE is detected automatically in TI 14.4…14.5…
 Figure 45 – Samsung S3 HSPA+ Only is detected automatically in TI 14.3
 Step 4 – Configure the phone manually in TEMS Investigation’s Navigator Window and TEMS Investigation manual UE Configuration (Only for TEMS Investigation releases older than TEMS Investigation Ver. 14.3)
 1. Click “Start manual UE config” ICON
 2. The manual UE Configuration Window will pop-up
 3. Select Device Configuration Tab
 4. If the phone has been added before in the list select the entry in the list
 5. Click NEW to add a new UE and select the device from the list
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 Figure 46 - Select the Device
 6. Setup the new entry:
 7. Hit OK
 8. Associate the Device ports to specific TEMS Interfaces:
 Figure 47 - Ports and Chipset Setup
 a. Under NAME chose a name for your device
 b. Under Type Select the generic chipset. It can be:
 i. HSPA+ Capable Device – Qualcomm C 7200/8200
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 ii. for the TMO-branded Samsung S3
 iii. LTE, UMTS, HSPA+ Capable Device – Qualcomm E 9200 for the LTE-enabled Samsung S3
 c. Associate Samsung Mobile USB Serial port with the Air Interface (Diagnostic IF used by TEMS to collect messages from the phone)
 d. Associate the Samsung USB Modem to the Data Interface used by TEMS to control the phone via AT commands
 e. Leave the Samsung Android ADB Interface as “Undefined”
 9. Click OK
 10. Click SAVE
 11. Click Close
 12. Click REFRESH on the TEMS Navigator Window menu
 Check if the phone is detected in main Navigator Window.
 Step 4 BIS – Configure the phone manually in TEMS Investigation’s Navigator Window and TEMS Investigation manual UE Configuration – Port Configuration
 Warning: This method will probably work but it is not the preferred one. Ascom R&D suggested us to avoid it.
 13. Click “Start manual UE config” ICON
 14. The manual UE Configuration Window will pop-up
 15. Select Port Configuration Tab
 16. If the phone has been added before in the list select the entry in the list
 17. Click NEW to add a new UE entry or EDIT (if you have to update a previously entered configuration)
 18. Setup the new entry:
 a. NAME: chose a unique name for your device (E.g. Samsung S3)
 b. TYPE: Select “HSPA+ Capable Device with Qualcomm C option (7200/8200 chipset) since S III is a Snapdragon S3 device MSM8960
 c. Select the AIR INTERFACE PORT: <The current COM port associated w/ SAMSUNG Mobile USB Serial Port>
 d. Select DATA PORT:<the current COM port associated w/ SAMSUNG Mobile USB Modem>
 e. Set AT PORT: <the current COM port associated w/ SAMSUNG Mobile USB Modem>
 f. Set CONTROL PORT: <the current COM port associated w/ SAMSUNG Mobile USB Modem>
 g. Leave UE ID PORT Blank
 19. Click OK
 20. Click SAVE
 21. Click REFRESH
 22. Check if the phone is detected in main Navigator Window.
 !
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 Figure 48 - Samsung G S III - Manual UE Configuration (Windows XP)
 Figure 49 - Samsung G S III - Manual UE Configuration (Windows 7)
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 Figure 50 - Samsung Galaxy S III - Port Configuration (Windows 7)
 Step 5 – APN Setup
 Samsung Galaxy S3 may use 2 APNs:
 1) “fast.t-mobile.com” APN used in case you test LTE service test
 2) “epc.tmobile.com” APN used in case you need to test just UMTS or GSM service
 How to Setup the APN in the phone:
 Go to Android Setup using the SETUP soft button : More Settings:
 Mobile Networks
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 Access Point Names Settings +NEW APN
 edit NAME Hit OK to go back and edit the APN
 Hit OK select the desired default APN
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 Step 6 – Cell Locking Procedures
 The Engineering Built of Samsung Galaxy S3 allows the end user to enable the following GSM and UMTS Cell Control and On-site Test features:
 1. UARFCN forcing (locking) – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 2. PSC forcing (locking) – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 3. ARFCN forcing (locking) – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 4. EARFCN forcing (locking) – available as of 10/12/2012 on the LTE-enabled UE
 5. GSM Cell Barring Override – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 6. AGPS disabling APK – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 7. Enable QXDM logging – available as of 9/7/2012 on the HSPA+ TMO-branded UE
 Some LTE-related Cell Control features are not yet available but will be provided in future releases for Samsung handsets having LTE baseband:
 8. SCI Locking – on the roadmap (ETA: September 2012)
 The Cell Control features are accessible in the handsets loaded with the right firmware ( Model SGH-T999, Android Ver: 4.0.4, Baseband Ver: T999UVLH3, Kernel Ver: 3.0.8-1086264, Build#: IMM76D.T999UVALH3 ) via a hidden menu which can be accessed by using the following Samsung proprietary key string: *#2263#
 Left Softkey
 Back Softkey
 Home Hardkey
 Figure 51 - Samsung S3 Access keys
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 More details about locking are available here: https://docs.eng.t-mobile.com/Inforouter/docs/~D3595218
 Figure 50 - Cell Lock Menu
 9.6. Samsung T-639 Carrera
 1) Before installation of the Samsung drivers enter *#197328640# via keypad Option 9 Option 6 choose
 Qualcomm USB. 2) Connect the Samsung UE to the laptop, the laptop will detect new hardware and attempt to find suitable
 drivers to configure the UE.
 3) Select, No, not this time, click Next and then Select the box Install from a list or specific location (Advanced)
 and click Next.
 https://docs.eng.t-mobile.com/Inforouter/docs/~D3595218
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 Search for the driver in the following location \\GSM1900.org\Engineering\Shared\Cristian\TEMS\TEMS_8\Drivers_TEMS_8.2\TM6275_TM6280\HK11-V3865-22_2.0.30\Win32\WinXP\free_mod and click Next.
 Note that the above location is dependent on the user having copied the relevant drivers from the network
 shared drive as per Step 5 from Section 5.3. 4) Click Finish and then proceed to install the software from the same location for the Qualcomm Diagnostics Interface 3197 5) Repeat Steps 1 4 for all Samsung UE’s that will be used. 6) To check that the installation has been successful, go to the Taskbar and click Start Control Panel System Hardware Device Manager. Expand the Modems & Ports headers to
 ensure that a Modem & COM port has been setup to allow CS & PS data transfer. Completion of the above steps will allow the Samsung UE to work with the TEMS software. The device will be automatically recognized within TEMS Equipment Control with the correct port assignments for MS & DC. In addition, here are some other useful Samsung commands:
 UMTS Network Selection Only: *#3685247*# 3 3 UMTS BAND (e.g. lock to UMTS 1700, UMTS1900, GSM1900 or AUTOMATIC-Unlocked)
 Engineering Mode: *#0011#
 9.7. ZTE Data Stick MF683 Washington/Rocket 3 (Dual Carrier)
 ZTE MF 683 is suitable for HSPA+ Dual Carrier Testing (chipset: QUAMCOMM MSM8220).
 Once installed, it is automatically detected in TEMS Investigation. If not detected properly check if the device is recognized properly by Windows (Windows Device Manager) and go through Webconnect Manager and Driver installation).
 Installation:
 Before setting up the new data stick all previously installed T-Mobile Connection managers (Web connect managers) must be uninstalled do avoid compatibility issues.
 Insert the data stick in a free USB port
 The Storage drive drivers will be automatically installed and Windows will recognize the device as a memory data stick hosting the TMCM & Drivers installer:
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 Figure 52 - Installer Drive Double click on T-Mobile drive to run the installer on open the drive and run the setup.exe:
 Figure 53 - Run Setup.exe
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 Figure 54 - Windows UAC acknowledgement - select Yes
 Figure 55 Run the Installer
 Figure 56 - Run the Installer (ctd)
 Click YES when asked to confirm the TMCM upgrade (in case you have an older version installed previously):
 Figure 57 - Confirm TMCM Upgrade Click NEXT:
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 Figure 58 Install TMCM (Ctd.) Select “I Accept…” and click NEXT:
 Figure 59 Install TMCM (Ctd.) Select the destination folder for TMCM installation and click NEXT:
 Figure 60 Install TMCM – Select the Install Path (Ctd) Click NEXT:
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 Figure 61 Install TMCM (Ctd) Click INSTALL:
 Figure 62 Install TMCM – Progress Bar (Ctd.)
 Click FINISH:
 Figure 63 Install TMCM (Finish)
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 You may have to reboot if asked (Win 7):
 Figure 64 - Reboot Request
 In case the new device is not recognized as a data modem (if the Modem and diagnostic drivers are not installed) you may have to do a drive “EJECT” via Files Explorer:
 Figure 65 Eject the “Drive” to Enable the Modem Interface
 Once completed, the driver installation will kick in:
 Figure 66 Drivers installation is Finalized
 If at this point Windows is asking for individual drivers through a wizard, this means the previous steps were not followed and the TMCM has to be re-installed all over again.
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 Go to Windows Device Manager to check if the needed interfaces are visible:
 Figure 67 Check the Installed Interfaces
 When the device is inserted the TMCM will start automatically:
 Figure 68 TMCM Connect Screen
 Figure 69 TMCM Connected
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 You may need to disconnect from internet and shut-off the TMCM before you start TEMS Investigation.
 Starting with TEMS Investigation 12.0.4 ZTE MF683 Washington/Rocket III data stick is automatically detected, thus Manual UE configuration is no longer needed.
 Figure 70 MF683 Detected by TEMS Investigation 12
 Still, the automatic detection can be ignored and you can add the data stick to the TEMS Investigation Manual UE Configuration:
 Go to Start Programs Ascom Utilities run TEMS Investigation Manual UE Configuration:
 Figure 71 TEMS Investigation Manual UE Configuration
 Clicke NEW And edit the MANAGE DEVICE window:
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 Figure 72 the MANAGE DEVICE window
 Click OK then Save and CLOSE.
 Additional information is available in: User-assisted Detection of Devices Chapter
 From now on the device should be visible in TEMS Investigation Navigator window . The REFRESH button is available in case you need to see the device properly. You may need to change the equipment name in TEMS investigation Navigator window to accommodate the command sequence script requirements.
 9.7.1. ZTE Data Stick MF683 Washington/Rocket 3 Firmware Upgrade
 The ZTE MF683 data sticks may require firmware upgrades to take advantage of the latest drivers, connectivity application and installer fixes. In order to have the data stick upgraded properly you should follow the steps indicated down here: 1) Check the data stick model number, printed on its label (under the cover): MF683
 2) Download the firmware upgrade application from the Engineering Shared Drive:
 \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcomm_ZTE_Washington_MF683\ As of today (3/23/2011 the latest firmware installer (DL_MF683_TMO_US_EUV1.00.08.exe with version BD_MF683V1.0.0B13) is available in the following subfolder: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Qualcomm_ZTE_Washington_MF683\TMCM 2.06.0013
 3) Save the firmware (e.g. DL_MF683_TMO_US_EUV1.00.08.exe ) to your local machine (i.e. Desktop).
 4) Close all the programs running on your machine disable sleep, hibernate and standby modes in your
 PC/laptop; Keep the PC/laptop powered from the power outlet.
 5) Remove the SIM card from the data stick you want to upgrade
 6) Insert the data stick in a USB port and wait 30 seconds. Do not insert or remove any other devices to the USB
 ports during the upgrade.
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 7) Cancel any setup that may start-up after the data stick is plugged in.
 8) Go to the folder in which you downloaded the firmware upgrade app (e.g. C:\Documents and
 Settings\YOURNTDOMAINNAMEHERE\Desktop) and double click on the installer to run it
 9) The following Installer window will pop-up:
 Figure 73 Firmware Update Screen
 The UPDATE button may not be accessible if the modem interface and diagnostic interface are not accessible. In such case you have to uninstall TMCM, and reinstall it as shown above in chapter ZTE Data Stick MF683 (Dual Carrier)
 10) At this point ensure the data stick is inserted in the USB port. If the UPDATE button is grayed this mean the
 device is not recognized and you may have to wait till it becomes accessible or you may have to insert it in a
 different USB port.
 11) Check what current version do you have on your data stick
 12) Click the UPDATE button and DO NOT REMOVE OR TOUCH THE DATASTICK TILL THE FIRMWARE
 UPGRADE IS COMPLETED (this may take 15…20 minutes). If the data stick is removed during upgrade it
 may become unusable and further upgrades may not be completed properly.
 The upgrade will begin and the UPGRADE button will be grayed.
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 Figure 74 - Firmware Upgrade Run 13) When the upgrade is finished a message error may appear and you can remove the device safely.
 14) Uninstall the previously installed T-Mobile Connection manager (Web connect manager)
 15) Install the new Web Connect Manager version bundled with the new firmware.
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 10. Scanner Setup
 The PCTel SeeGull EX scanner is used to perform scanner measurements (for UMTS UARFCN, GSM ARFCN and when available EARFCN set). The SeeGull EX scanner connects via USB.
 10.1. PCTel SeeGull EX/EX+ USB Connection Rules
 All PCTel LTE (or other MIMO-equipped RAT like WiMAX) scanner requires a startup period before connecting the USB to the PC.
 - EX, EX+ require 30 seconds - MX requires 90 seconds
 Scanner Power-up Procedure:
 Step 1 - power-up the PCTEL SeeGullEX scanner and wait for >30 seconds (keep it unconnected to laptop or USB HUB). Start up the scanner without the USB cable connected. Wait 30 seconds until the LED turns Step 2 - connect the PCTEL SeeGull EX scanner and any test handsets to USB Hub prior to connect the Hub to the laptop. Step 3 - Connect the USB hub to the laptop and wait for one minute Step 4 - start TEMS Investigation
 If you need to power cycle the scanner during use, pull the USB cable before doing so, and do not reconnect it until the scanner has started up again (green LED). If you need to power cycle the scanner during use, pull the USB cable before doing so, and do not reconnect it until the scanner has started up again (green LED). Re-detecting, power cycling or restarting TEMS investigation won’t help. This also affects the detection; by waiting 30 seconds the end user will no longer see any bad detections of the LTE scanner as “NL PCTEL Generic”.
 10.2. PCTel SeeGull EX Drivers Installation
 TEMS Investigation is installing the PCTEL SeeGull EX drivers automatically but in case the scanner is not detected (not visible under Windows Device manager – USB Devices) you can install the drivers manually. The PCTEL Scanner drivers are available here: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\PCTEL\EX\PCTEL VCP Device Driver 2.1.1.0 Scanning tasks are set up from the Navigator’s Equipment tab; specifically, from the Activities sub-tab in the bottom pane.
 If a PCTEL SeeGull EX scanner is connected to the TEMS Investigation laptop, it is going to be seen as a single logical device (e.g. MS1 – PCTEL SeeGull EX GSM/WCDMA”)
 !
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 If a PCTEL SeeGull EX+ scanner is connected to the TEMS Investigation laptop, it is going to be seen as two separate logical devices (e.g. MS1 – “PCTEL SeeGull EX GSM/WCDMA” and MS2 – “PCTEL SeeGullEX+ LTE”)
 The logical scanner device name can be changed (e.g. MS1 -> MS2) by right clicking on the device entry and selecting “Chance Device Number”. This can be completed only if the device was not activated.
 Activation - First, to be able to access the scanning configuration dialogs, you need to activate the device you want to scan with (if it is not already activated). Once the device has been activated, the Activities tab is populated. For a scanning-capable device, the available activities will include a Scan item. Expand this node to expose a list of the scanning methods that this device supports.
 Scan setup – Configuration Sets: Right-click the scanning method you want to use, and select Configuration Sets. This opens a dialog where you define a setup for the selected scanning method. The dialog contents depend on the technology and scanning method chosen as well as on the make and model of the scanning device.
 Figure 75 Navigator With suitable configuration sets already defined, here is how to initiate a scan: • On the Navigator’s Equipment tab, select the device to scan with. • On the Activities sub-tab, expand the Scan node. • Right-click the scanning method you want to use, and from the context menu select the desired configuration set among those in existence. • Right-click the scanning method item again, and from the context menu select Start. While the scan is ongoing, it will be indicated in the top pane of the Equipment tab for the device that is busy scanning.
 It is possible to scan with several devices simultaneously. • To stop scanning, go to the Activities sub-tab again. Under the Scan node, right-click the scanning method being executed, and select Stop.
 10.2.1. GSM Scan Setup:
 Technology Set this to “GSM” for GSM scanning.
 Band GSM frequency band or bands to scan.
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 Channels ARFCNs to scan on the selected band. Select all channels to scan the entire band. There is no limit to the selectable number of channels.
 Bandwidth Select whether to perform a regular GSM signal scan (“Normal”) or a Continuous Wave scan (“CW”). This setting applies to all channels you select for scanning. It is not possible to specify the type of scan for each channel separately. Regardless of the choice made here, the measurements are extracted to the same information elements (Scanned RxLev, etc. in the “GSM” category).
 Remaining Measurement Points
 BSIC Setting this to Yes causes the phone to decode the Base Station Identity Code whenever possible. It should be noted that BSIC decoding is computationally costly and considerably reduces the sample rate of the scan. PCTel scanners supplied with older versions of TEMS Investigation may lack BSIC decoding capability. Check the Device Inquiry mode report from the scanner to find out whether it is capable of decoding BSIC.
 C/I Measurements Setting this to Yes causes a subset of the “C/I” information elements to be updated. scanners can be purchased with or without the C/I scanning function enabled; check the Device Inquiry mode report from the scanner to find out whether it has this capability (“GSM BCCH C/I”). If available, the function can be turned on and off in the dialog.
 SI on Strongest Setting this to Yes causes the scanner to decode System Information messages for the strongest cell. The scanner must suspend the regular scan in order to read System Information, and this is therefore done only once each time the strongest cell changes. Whenever System Information is read, the information element Neighbor (SI) ARFCN is updated.
 The top chart by default shows the strongest scanned channels sorted by decreasing signal strength. The bottom chart by default shows all scanned channels in order of ascending ARFCN.
 10.2.2. WCDMA Scan :
 TEMS Investigation offers these WCDMA scanning methods, supported using the various devices as indicated. Please note that for a scanning method to be actually available in TEMS Investigation, the device must have been purchased with the relevant option (wherever applicable). Pilot Scanning (with SCH Scanning)
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 This method scans CPICH control channels, scrambled with cell-specific scrambling codes. Several UARFCNs can be scanned at a time. UARFCNs and scrambling codes are selected independently of one another. Where supported, the same method also scans primary and secondary synchronization channels (P-SCH, S-SCH). The set of scrambling codes to scan on each UARFCN is composed in one of two ways: 1) user-defined, static set of scrambling codes, common to all UARFCNs 2) strongest scrambling codes (“Top N”)
 General Settings
 Technology Always “WCDMA” for WCDMA scanning.
 Band WCDMA frequency band to scan.
 Channels Here you set the UARFCNs of the frequencies on which to scan the CPICH. The allowed range is dependent on the frequency band.
 Context Settings
 Type of Scanning • Scan selected: Choose this to scan a static set of scrambling codes on all frequencies defined under
 Channels. The same scrambling codes will be scanned on the CPICH and on the P-SCH and S-SCH. Up to 128 scrambling codes can be
 • selected. • Scan strongest: Choose this to have the N strongest scrambling codes reported from the chosen
 UARFCNs. The scanner automatically finds the strongest scrambling codes. • Number of Pilots This field appears if Type of scanning is set to “Scan strongest”. To scan the N
 strongest scrambling • codes, enter the value N here (N <= 32).
 Selected Numbers This field appears if Type of scanning is set to “Scan selected” or “BCH scanning”. Enter the scrambling codes you want to scan.
 PN Threshold This is a signal code power threshold (in dB) used for the Aggregate Ec/Io and Delay Spread measurements If the PN threshold is set too low, the Aggregate Ec/Io and Delay Spread values will be affected by random noise more than may be desired. By raising the threshold you reduce the influence of random noise correlations, and you will thus be able to discern multipath and fading effects more accurately. The setting –20 dB is recommended.
 Remaining Measurement Points
 Data Mode It is possible to reduce the amount of data that is presented and recorded: • Full means no reduction. • Sub means that some data is not presented or recorded.
 It should be noted that choosing “Sub” results in a much faster updating of scan presentations. The precise meaning of “Sub” depends on the scope of the scan:
 • For “Scan selected”, Time Offset, P-SCH Ec/Io, S-SCH Ec/Io, and Rake Finger Count are excluded, as is SIR. (The “SIR” field is disabled in this case.) • For “Scan strongest”, only P-SCH Ec/Io and S-SCH Ec/Io are excluded.
 SIR Setting this to Yes causes the scanner to deliver the information elements “Sc ... SIR”.
 System Information Set this to Yes to decode System Information blocks (continuously). With this option selected, a maximum of 16 scrambling codes can be scanned. From the SIB decoding are extracted the information elements “Sc 1st (2nd, 3rd, 4th) Intra-freq Cells”.
 Measurement ModeThere are two choices, High Speed and High Dynamic. These are two algorithms with different priorities:
 High Dynamic puts the emphasis on accuracy. Each sample reported by the scanner is typically based on a measurement 20 ms in length.
 High Speed is faster and accordingly less accurate. Each reported sample is typically based on a 10 ms measurement.
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 Dwelling Time The length of time the scanner dwells on each scrambling code (cell) trying to decode System Information blocks, before moving on to the next cell. Given as a multiple of 40 ms. The default is 50 = 2000 ms.
 Manual Scrambling Code/UARFCN Selection This section describes the dialog used to select scrambling codes manually. The dialog for selecting UARFCNs is completely analogous.
 Figure 76 – SC Selection You can select your scrambling codes either by checking them in the list box or by typing a text string in the field at the bottom: Selecting Scrambling Codes from the List • In the Selected SCs list box, check the scrambling codes you want to scan. To choose a set of scrambling codes, right-click in the selection and choose Select. To scan all scrambling codes in the list, right-click in the list box and choose Select All. There are also corresponding context menu commands for deselecting scrambling codes. (The standard Windows Ctrl-click and Shift-click operations also work.) Specifying Scrambling Codes in a Text String • In the Selected SCs combo box at the bottom of the dialog, enumerate the scrambling codes in a text string, using commas or spaces as separators and hyphens to indicate intervals.
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 Example: “1, 3, 5-8, 511” selects scrambling codes 1, 3, 5, 6, 7, 8, and 511. The Selected SCs combo box maintains a history list of previous inputs. Click the arrow to reuse history items. Note that input to the combo box overrides any selections in the list box (the list box is cleared). Scrambling Code Groups Under SC Group, you can define custom subsets of scrambling codes to govern what is displayed in the Selected SCs list. By default, all scrambling
 10.2.3. Timeslot Scan
 This method scans timeslot-length intervals, i.e. intervals 2560 chips long, on a Primary Synchronization Channel (P-SCH). It is useful for monitoring synchronization reference signals sent on this channel. It should be pointed out that this scan is wholly separate from the P-SCH and S-SCH scans included in the Pilot scanning method
 10.2.4. LTE Scan
 PCTEL SeeGull EX+ Scanners (identifiable via their 3 RF ports) can do the following with regards to LTE scanning:
 1) Signal Scanning (LTE) 2) RSSI Scanning 3) Spectrum Scanning (not available in our licenses as of today) 4) Enhanced Power Scanning (not available in our licenses as of today)
 4.1.1.1 LTE Signal Scanning
 The LTE signal scan provides the following metrics:
 SCH (PCI, PCIG, P-SCH RSSI, S-SCH RSSI, SCHRQ)
 RS (RSRP, RSRQ)
 CINR (SCH CINR, RS CINR)
 CFO
 Time Offset LTE Scan Setup:
 Technology: “Always LTE”
 Band: LTE Band to scan
 Channels: EARFCNs to scan within the tested band. Up to 12 EARFCN’s can be scanned simultaneously
 Bandwidth: Bandwidth to scan, selected manually
 Carrier RSSI Threshold: The RS and SS measurements will be performed only if measured Carrier RSSI is above this threshold.
 Top N: Specify how many cells the scanner should report. Setting it causes the scanner to return the “N” strongest cells.
 Number of Antenna Ports: The number of antenna ports to measure on for MIMO. The scanner can detect it automatically (“Auto Detect”)
 Sync Measurement Threshold: Only Synchronization Signal (SS) measurements above this threshold will be reported.
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 Cyclic prefix: The type of cyclic prefix used for OFDM, e.g. Normal 10KHz. The scanner will detect it automatically via “Auto Detect”.
 Reference Signal Measurement Threshold: Only the Reference Signal (RS) measurements above the threshold will be reported.
 Measurement Mode: Signal scan measurement mode. One of: - Wideband - Wideband + Subband - Wideband + RF Path - Wideband + Subband + RF Path
 The RF Path option means multipath (MIMO) scanning. It populates the MIMO scanning information elements with “Tx1” ... “Tx4” in their names.The Subband option refers to subband scanning, which does not populate any special information elements. However, all subband measurements appear in the plain- text decoded scan reports. If this option is included, the subband settings that follow become visible in the property grid.
 Subband Size: Size of subband, stated as a number of resource blocks
 Subband Start: Subband start index within the measurement bandwidth. [ 0… Subband Count-1]
 Subband Count: Number of subbands to divide the measurement bandwidth into. Equal to Bandwidth/Subband Size
 Sorting of Cells You can sort LTE cells in scanning information elements in a number of different ways. The sorting order is set in the General window.
 • Open the General window from the Navigator. • Double-click the item “LTE”.
 A dialog appears with these sorting options:
 • Sort by decreasing RSRQ (Es/Io) (default) • Sort by increasing RSRQ (Es/Io) • Sort by fixed position: Cells are sorted by Cell Identity and are always assigned the same argument indices, that is, a cell with Cell Identity n is always found at argument index n. • Sort by Cell Identity: Cells are sorted by Cell Identity; the cell with the lowest Cell Identity appears at argument index 1, the cell with the next higher Cell Identity appears at argument index 2, etc.
 Note: The sorting order of the “Sc Best” elements is fixed and is not affected by the General window settings. Within a cellular technology, scanning methods are conceptually independent, and they can be run concurrently by PCTel scanners. Only the scanner measurement capacity places a limit on the possibilities of handling several scanning tasks in parallel. For example, a WCDMA SCH timeslot scan at maximum resolution may require the full resources of the PCTel scanner, so that it cannot perform any other tasks at the same time. A PCTel scanner’s measurement capacity is indicated as a number of measurement points. As you set up the scanning tasks, you are continuously notified in the setup dialog of how many measurement points that remain.
 4.1.1.2 LTE RSSI Scanning
 Technology – Always LTE
 Band – LTE Band Scan
 Channels - EARFCNs to scan within the selected LTE band. Each EARFCN is specified as a number representing the center frequency of the channel. Up to 255 EARFCNs can be scanned. Bandwidth - Bandwidth to scan; select a bandwidth from the list.
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 Remaining Measurement Points - PCTel scanner’s measurement capacity is indicated as a number of measurement points. As you set up the scanning tasks, you are continuously notified in the setup dialog of how many measurement points that remain.
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 11. Workspace Setup
 The following section details the necessary steps required to load a workspace. A number of workspaces corresponding to the drive test setup configurations have been created. These workspaces present basic information required for the drive test operator to complete the drive test successfully without information overload and screen clutter.
 Some minor adjustment of window sizes will be required when these are loaded on the drive test operator’s laptop to ensure all required information is viewable within the screen size. It is imperative that the Cluster Engineer “walk through” the various information boxes to familiarize the drive test operator of the terminology. In addition, any information boxes which the Cluster Engineer feels would be beneficial can be added and saved directly on the drive test operator’s laptop.
 To load these workspaces start TEMS Investigation Data Collection. On the toolbar, go to File Open Workspace Select appropriate workspace for the drive test configuration being driven.
 Most UEs (excluding the Huawei datastick) are auto detected
 PCTel scanners are the only scanners that are auto detected
 GPS units that use the NMEA protocol as well as Garmin GPS 18 are auto detected. It is the responsibility of the drive test operator to ensure that the UE to Equipment mapping is consistent with the drive test scope. This can be partially achieved by labeling the laptop ports, UEs, USB HUB ports to ensure consistency in data collection. Lessons learnt from New York have shown that the drive test operator has ignored checking the COM port setup in the Dial-Up connection during the pre-drive setup. This has led to cases where Multi-RAB occurs where 1 UE is performing both CS & PS calls whilst another UE is idle during the drive test. Hence, it is imperative that the drive test operator is taught to perform this pre-drive check to avoid this scenario occurring. TEMS investigation GUI is fully configurable. All the screens can be manually setup as standalone workspaces. The workspaces can be saved and loaded at the time when the application is started:
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 Figure 77 Startup Workspace Selection Screen
 It is recommended to load “light” workspaces if the application is utilized for data collection. Such workspaces should provide only the minimum information that would be sufficient for proper monitoring.
 Fully-fledged workspaces showing L3, Internal Mode Reports and detailed measurement plots should be used only for data analysis.
 11.1. Geoset Construction
 A Geoset is essentially a workspace that displays various maps and settings such as layer order, projections, zoom levels, labels, colors. MapInfo tab files will be used to create a Geoset hence the following steps can be followed once the user has all the required files placed in a specific map directory.
 1) Go to the Map Window toolbar and click on the Geoset Manager button.
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 Figure 78 Loading Geoset Manager
 2) Click on Cancel to disregard opening a gst file. Instead, type in a name for the geoset in the edit box of the toolbar.
 Figure 79 Geoset Naming
 3) To set the projection, go to the Toolbar Map Projection and set the correct projection to use for the geoset.
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 Figure 80 Geoset Projection Setup
 4) On the toolbar, go to Map Layer Control Add. Select all the MapInfo tab files that are needed and click Open.
 Figure 81 Geoset Layer Control
 5) All the selected layers are added to the Layer Control. These layers can be changed in terms of positioning, made editable, labels assigned, etc;

Page 85
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Figure 82 Maps Selection
 6) On the toolbar, go to File Save Geoset. The name that was entered in the edit box will be used to save the Geoset. Note that the Geoset file must be in the same location as the MapInfo TAB files. In addition, save the TEMS Investigation workspace at the same time to ensure the Geoset file is incorporated into the workspace.
 Figure 83 Saving Geoset

Page 86
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 11.2. TEMS Investigation CEL Files
 The cell file is used to display and present information for individual cells.
 It is used to display cells graphically on maps in addition to displaying cell names in various windows. It can be presented in either XML or a plain-text TEMS Investigation specific text (.cel) format or XML (.xml format).
 The FSC has automated the generation of this file and a file for each specific market is generated daily and stored at the following location:
 The TEMS Investigation “cel” files are required to be loaded prior to drive test session start as the information they supply is critical for proper decoding process and accurate serving cell identification.
 ftp://10.46.36.80/ (accessible only from T-Mobile Intranet) Login: tems Password : tems1110191534
 The FTP server above is hosting currently two distinct types of TEMS GSM and UMTS “cel” files for each Region/Market and technology:
 1) the legacy text .cel - csv text file 2) the new .XML cel file - XML file
 The latter (XML formatted cell files) should work better w/ TI14 particularly for markets with many sites. Load Procedure: - Save the GSM and the UMTS CEL or CLEL.XML file locally on your machine
 - To load the cell file, go to TEMS Investigation “Control and Config Tab”:
 ftp://10.46.36.80/
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 Figure 84 - Cellfile Load
 - Go to General window Cellfile Load Click on Properties
 Figure 85 - Add Cell File window
 - Click Add Button
 - Select the desired XML or CEL file you saved locally on your machine and click OPEN.
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 Figure 86 - Select the cell file to load
 - Select the new line and click OK:
 Figure 87 - Added cell file
 - Ignore the parsing error you may see when you load the file in TEMS Investigation, click OK.
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 Figure 88 - cell file load error log
 - Check if the sectors were loaded properly in the Map window
 Figure 89 Map showing the loaded sectors
 11.3. Service Control Scripts Setup
 11.3.1. Service Control Scripts Setup (Automation via Scripts)

Page 90
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Service Control Scripts are used to automate testing of both voice and data services. They are XML-formatted command files that allow TEMS to make calls automatically without user intervention. These commands are sent to the phones via AT/Modem interface to inform them of call sequence flows.
 Detailed information on Service Control Scripting Tool is available in TEMS Investigation Help documentation (available in the tool directly by hitting F1) – “Chapter 20 – Service Control”.
 The Service Control scripts can be edited in TEMS Investigation via Service Control Designer.
 The Designer is using a graphical diagram-based editing solution.
 Generic Service Control Scripts have been created for the various test cases involving both voice and data testing.
 Due to frequent changes that have occurred with the command sequences, these files are now available at the following location:
 \\Gsm1900.org\Engineering\Shared\TEMS\TEMS_Scripts_and_Workspaces\
 These files can be imported as follows:
 1) Within TEMS 10, go to Ctrl&Config Tab
 Figure 90 Service Control Script Selection (TI 14)
 Service Control Designer showing the ACTIVITY FILTER on the right, main editing window in the middle and the ACTIVITY PROPERTIES and CONFIGURATION SETS in the right side:
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 Figure 91 - Service Control Designer showing a script diagram and details
 Detailed information on how to create and edit scripts is available in TEMS Investigation Help documentation (available in the tool directly by hitting F1) – Chapter 20. Service Control.
 Saving Scripts:
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 Figure 92 Script Saving
 The scripts are saved as XML files with extension “.tsc”:
 Figure 93 - Save the .tsc Script
 Make sure you are saving the scripts you create as “Redistributable”, in order to make it editable.
 If you select “Standard”, it will become Read Only:
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 Figure 94 Save the newly created script as "Redistributable"
 11.3.2. Running Scripts
 Load the Script via Service Control Monitor Click OPEN Icon in the menu:
 Figure 95 How to open a script in SCM
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 Figure 96 Opening a .tsc Script
 Run the Script via Service Control Monitor by clicking on RUN button in the menu:
 Figure 97 - Run a Script in SCM
 Ensure correct device to com port mapping, proper detection via TEMS Investigation and having the right
 EQUIPMENT NUMBER in NAVIGATOR - EQUIPMENT list.
 Ensure the right network connectivity activity is used in the current script (RAS Dialup or NDIS)
 FTP DL:
 o Ensure DL source file exists on the FTP server (e.g. /Download/200MB.txt)
 o Ensure DL target file is set to be saved locally (e.g. c:\tmp\200MB.txt)
 FTP UL:
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 o Ensure UL source file exists on DT laptop (e.g. c:\tmp\2MB.txt)
 o Ensure UL target file is set correctly in the script (e.g. /Upload/Seattle/2MB.txt)
 11.3.3. Configuration Sets Export and Import
 Even if the “.tsc” scripts can be saved as “redistributable”, the associated configuration sets may not be accessible and editable once the file has been exported from the “master” machine in which was edited to a new “host” machine. In such case although the script may be editable the associated Configuration Sets aren’t and the script cannot be changed. Editing directly the XML with a simple text editor (e.g. Notepad) may corrupt the scripts.
 In order to have access to the configuration sets while the script is utilized on a new “host” machine, it is necessary to import besides the script itself, the original configuration sets files (extension “.config”) created in the machine used to build the master scripts.
 Besides loading the “.tsc” script files the end users may have to go though the following steps in order to load the Configuration Sets:
 Step 1:
 - Save the Configuration sets created in the “master” machine utilized to build the original script:
 - In the “master” machine, go to C:\Program Files\Ascom\TEMS Products\TEMS Investigation 14.x\Application\ and identify the SettingsManager.exe tool
 - Execute SettingsManager.exe
 Figure 98 Settings Manager
 - Click EXPORT tab
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 Figure 99 Settings manager Export Tab and the current Configuration Sets
 - Click TARGET to indicate where to export the Configuration Sets files
 Figure 100 Select the Export Path
 - select the desired Configuration Sets used previously to build the original “master” scripts:
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 Figure 101 Select the Configuration Sets to Export
 - Click EXPORT the associated Service Setting Files will be saved in the location you selected. The file naming is like this: “TEMS.Services.Settings.DialSettings.0a4475f8-86c1-4fe1-81fa-65822970d388.config”
 - Save the files to the host laptop
 Step 2:
 - In the “host” machine, go to C:\Program Files\Ascom\TEMS Products\TEMS Investigation 14.x\Application\ and identify the SettingsManager.exe tool
 - Click IMPORT TAB
 Figure 102 TEMS Settings manager - Import tab
 - Click SOURCE to indicate where the Master Config Sets Files are and hit OK:
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 Figure 103 Select the Configuration Files Location
 - Select the Configuration Sets you want to load in the host machine:
 - Click IMPORT
 Figure 104 Select the Configuration Files to Import
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 12. UMTS ACCEPTANCE TEST CASES
 The following section illustrates the various drive test configurations that data will be collected for.
 12.1. UMTS1900 Modernization Generic Test Case
 Test Case Description:
 - UE 1 conducting 2 minutes calls with 30 seconds pause to the local Alcatel Switch (MSISDN: 123456789)
 - UE 2 conducting 2 minutes calls with 30 seconds pause to the local Alcatel Switch (MSISDN: 123456789)
 - UE 3 – Webconnect Dual Carrier Data Stick conducting consecutive Data calls with FTP DL sessions (10MB) and UL FTP sessions (3MB)
 Sample (TEMS Investigation ver. 14.1 and Samsung S 4G while using RAS Dialup for PS calls):
 Sample (TEMS Investigation ver. 14.4 and Samsung S3 while using NDIS for PS calls):
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 Figure 105 - Generic Modernization Script
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 Figure 106 0 Generic Modernization Script for Samsung G S3
 12.2. Cluster Mobility Test Case
 12.3. Drive Test Data Storage
 The following section describes the process of log file naming convention, folder specifications and archiving of the log files. These need to be followed in order to ensure consistency in data collection and transmittal to the Support Centre for Actix KPI post-processing. Documents related to the process of transmitting log files to the Actix servers can be found at: http://snpshpc1:8687/SiteDirectory/UMTS/Support/default.aspx
 12.4. Log File Naming Convention
 The TEMS log file naming convention that must be adhered to is as follows:
 12.5. Log File Validation
 http://snpshpc1:8687/SiteDirectory/UMTS/Support/default.aspx
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 13. LTE ACCEPTANCE TEST CASES
 Rules: For the purpose of LTE drive testing the users should check if they have the following items covered:
 TEMS Investigation 14.5 installed and using the workspaces and scripts tailored specifically for this release.
 Laptops w/ i7 processor, dedicated video card, > 4GB RAM, multiple USB 2 ports, registered for TEMS online licensing detach
 LTE/GSM/UMTS capable test handsets setup for TEMS Investigation connectivity
 TEST SIM un-throttled cards provisioned for LTE UMTS and GSM RAN
 SeeGull EX+ scanners (3 RF ports+1 GPS port) w/ 3 antennas and GPS antenna
 Optional – External USB NMEA0183 compatible GPS
 DO NOT USE NON MNC310 SIMs on this phone - The “AT&T” Samsung S3 SGH i747 is not SIM –Locked but for some reason if you put an non-T-Mobile SIM in it (with a MNC different than MNC 310, such as MNC300 we use in the lab) the UE will become SIM-Locked to this new MNC and will not be usable in the production n/w (MNC310). You’ll see “No Network” message.
 The following section illustrates the various drive test configurations that data will be collected for.
 13.1. LTE Modernization Scope 20 - (Clusters) – KPIs
 Test Case Description:
 Scope 20 cluster level
 Cluster Mobility Tests
 LTE Access, Drop,
 Mobility, Throughput,
 Latency, CSFB
 Performance
 Device Type of Call Mode Settings MS1 Scan LTE UNLOCKED Scanning LTE EARFCN MS2
 Scan GSM+UMTS (same h/w as MS1)
 UNLOCKED Scanning GSM ARFCNs, UMTS
 UARFCNs (max 4) MS3 Data Short LTE DL/UL/Ping FTP_DL_50MB, 10 sec FTP_UL_30MB, 10 sec PING x 20 32B, 10 sec MS4 Data Long LTE DL/UL FTP_DL_500MB, 10 sec FTP_UL_100MB, 10 sec MS5 Voice CSFB UNLOCKED Voice MO Call x 30sec Idle x 30 s.
 Target KPI:
 MS3 – eUTRAN RAB Accessibility MS4 – eRAB Drop Rate MS4 – LTE DL Throughput (Mobility) MS4 – LTE UL Throughput (Mobility)
 !
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 MS4 – Intra LTE Handover Failure Rate MS4 – Intra LTE Handover Interruption Time MS5 – CSFB Success Rate MS4 – CSFB Call Redirection Time
 Report KPI:
 MS3 – LTE Latency MS5 – Redirection Time to eUTRAN
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 Figure 107 - Script 20 Diagram Script: Wiring Diagram:
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 13.2. LTE Modernization Scope 21 - (Clusters) – KPIs
 Test Case Description:
 Scope 21 cluster level
 LTE Connected and Idle Mode and UMTS
 Time on LTE in idle and connected modes
 Device Type of Call Mode Settings
 MS1 Scanner UNLOCKED Scanning all
 MS2 Voice Medium UMTS U1900 Voice Call x 2 min. Idle x 10 s.
 MS3 Idle mode UNLOCKED idle
 MS4 Data Medium UNLOCKED FTP_DL_200MB, 10 sec FTP_UL_50MB, 10 sec
 Target KPI: MS3 – % Idle Mode Time on eUTRAN Report KPI: MS2 – UMTS Voice Accessibility
 MS2 – UMTS Voice Drop Rate MS4 – eUTRAN to UTRAN Session Continuity Failure Rate MS4 – % Connected Time on eUTRAN
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 Figure 108 - Script 21 Diagram Script: Wiring Diagram:
 13.3. LTE Modernization Scope 22 - (Clusters) – KPIs
 Test Case Description:
 Scope 22 Stationary LTE Latency & Peak
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 10% of sites Device Type of Call Mode Settings Throughput
 MS1 Data LTE LTE (DL/UL/Ping) FTP_DL_500MB, 10 sec FTP_UL_200MB, 10 sec PINGx100 – 32B 10 sec (next MS2)
 MS2 Data HSPA UMTS AWS (DL/UL/Ping)
 FTP_DL_200MB, 10 sec FTP_UL_100MB, 10 sec PINGx100 32B , 10 sec, (next MS1)
 Target KPI:
 MS1 – LTE Latency MS1 – Peak LTE DL Throughput MS1 – Peak LTE UL Throughput
 Report KPI:
 MS2 – UMTS Latency MS2 – Peak UMTS DL Throughput MS2 – Peak UMTS UL Throughput
 Stationary location at 10% of the sites in the cluster under good RF (RSRP > -90 dBm and SINR > 20dB) conditions and low traffic. The LTE and UMTS mobiles are sequential not parallel.
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 Figure 109 - Script 22 Diagram Script: Wiring Diagram:
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 13.4. LTE Modernization Scope 23 - (Clusters – Late Sites) – KPIs
 Test Case Description:
 Scope 23 Late sites and Single Site verification
 Late sites
 Late sites health check
 Device Type of Call Mode Settings
 MS1 Scanner UNLOCKED Scanning all
 MS2 Data Short LTE DL/UL/Ping FTP_DL_50MB, 10 sec FTP_UL_30MB, 10 sec PING x 20 32B, 10 sec
 MS3 Data Long LTE DL/UL FTP_DL_500MB, 10 sec FTP_UL_100MB, 10 sec
 MS4 Voice CSFB UNLOCKED Voice MO Call x 30sec Idle x 30 s.
 Target KPI:
 MS2 – eUTRAN RAB Accessibility MS3 – eRAB Drop Rate MS3 – LTE DL Throughput (Mobility) MS3 – LTE DL Throughput (Mobility) MS3 – Intra LTE Handover Failure Rate MS3 – Intra LTE Handover Interruption Time MS4 – CSFB Success Rate MS4 – CSFB Call Redirection Time
 Report KPI:
 MS4 – Redirection time to eUTRAN Drive Route to be planned around the late site and the 1
 st tier of neighboring sites
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 Figure 110 - Script 23 Diagram Script: Wiring Diagram:
 13.5. LTE Modernization Scope 24 - (Market) – KPIs
 Test Case Description:
 Scope 24 Market level
 LTE Access, Drop, Mobility & Throughput
 Device Type of Call Mode Settings
 MS1 Scanner DUAL Scanning all
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 MS2 Data Short LTE DL/UL FTP_DL_50MB, 10 sec FTP_UL_30MB, 10 sec
 MS3 Data Medium Unlocked DL/UL
 FTP_DL_200MB, 10 sec FTP_UL_50MB 10 sec
 MS4 Voice CSFB UNLOCKED Call x 30 sec. Idle x 30 s.
 Target KPI:
 MS2 – eUTRAN RAB Accessibility MS3 – eRAB Drop Rate MS3 – LTE DL Throughput (Mobility) MS3 – LTE DL Throughput (Mobility) MS4 – CSFB Success Rate MS4 – CSFB Call Redirection Time
 Report KPI: MS4 – Redirection Time to eUTRAN
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 Figure 111 - Script 24 Diagram Script: Wiring Diagram:
 13.6. LTE Modernization Scope 25 - (Market) – KPIs
 Test Case Description:
 Scope 25 Market level
 Intra LTE tests
 GSM Voice and HSPA
 Device Type of Call Mode Settings
 MS1 Scanner UNLOCKED Scanning all
 MS2 Voice Medium GSM Call x 2 min. Idle x 10 s.
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 MS3 Data Medium UMTS AWS DL/UL
 FTP_DL_200MB, 10 sec FTP_UL_50MB, 10 sec
 MS4 Voice Medium UMTS AWS Call x 2 min. Idle x 10 s.
 Target KPI:
 N/A Report KPI: MS2 – GSM Voice Accessibility
 MS2 – GSM Voice Drop Rate MS3 – UMTS PS Accessibility MS3 – UMTS PS Drop Rate MS3 – UMTS DL Throughput (Mobility) MS3 – UMTS UL Throughput (Mobility) MS4 – UMTS Voice Accessibility MS4 – UMTS Voice Drop Rate
 Figure 112 - Script 25 Diagram

Page 114
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Script: Wiring Diagram:
 13.7. LTE Modernization Scope 26 - (Market) – KPIs
 Test Case Description:
 Scope 26 Market level
 Data session continuity
 Data session continuity LTE -> WCDMA/GSM
 Device Type of Call Mode Settings
 MS1 Scanner UNLOCKED Scanning all
 MS2 Data Long UNLOCKED DL
 FTP_DL_500MB, 30 sec
 MS3 Idle mode UNLOCKED Idle
 Target KPI: MS2 – eUTRAN to UTRAN Session Continuity Failure Rate Report KPI: MS2 – Redirection Time to eUTRAN Drive Route to be planned around the edge of LTE coverage in the Market.
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 Figure 113 - Script 26 Diagram Script: Wiring Diagram:
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 14. Cell Control-enabled Samsung Galaxy SIII HSPA+ and/or HSPA+/LTE
 This section is intended to provide an exhaustive list of procedures and instructions that will enable the Engineers and FOPS techs have Samsung Galaxy S3 handsets setup for on-site and drive test use.
 Prerequisites:
 - Commercial handsets with engineering build:
 1) TMO T999 LH3 (GSM1900, UMTS 1900/AWS)
 2) AT&T l747 LJ2 (GSM1900, UMTS 1900/AWS LTE-AWS)
 … are required. Other models will not work with the customized firmware
 The user must provide the UE IMEI for FOTA upgrade if the phone is not setup w/ the engineering build
 Known issues [10/3/2012]:
 - The Engineering Screens are very basic – only few RAN metrics are displayed. Cell ID is not shown correctly (it is neither Decimal nor Hex)
 - The Application may still have some bugs. The end users reported the handset losing the network connection. The Radio is shut-off as in Airplane Mode. To resume normal operation, the handset has to be power cycled.
 More information and updates are available in the Samsung Galaxy S3 2G/3G/LTE-Build with
 Engineering and Cell Locking MOP: https://docs.eng.t-mobile.com/Inforouter/docs/~D3595218 as
 well as in Samsung S3 Engineering Build topic in our RF Tools Forum.
 14.1. Service Mode Engineering Screens Access
 To complete the verification of the basic cell parameters, the Samsung handset requires the ‘Service Mode’ application to be started up. In order to display the engineering screens, the user should touch the Phone icon,
 open the phone keypad
 enter the following keystring:*#0011#
 Once entered, the following screen will be shown:
 https://docs.eng.t-mobile.com/Inforouter/docs/~D3595218
 http://rftools/phpbb/viewtopic.php?f=1&t=142
 http://rftools/phpbb/index.php
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 Figure 114 - Samsung SIII Engineering Screens (WCDMA and LTE H/W) It provides the following metrics for the serving cell:
 RRC State (e.g. DCH, Idle, PCH) Band (i.e. AWS band 4) Band DL UARFCN/ARFCN/EARFCN UL UARFCN/ARFCN MNC MCC CID (Hexadecimal) LTE PCI LTE RERP LTE RSRQ LTE SNR UMTS RSCP UMTS Ec/Io Speech Codecs availability UMTS PSC DRX Cycle CQI
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 LNA use HSDPA use HSUPA use HSPA+ use AMR codec in use TAC#
 Moving back from the current screen can be conducted by touching the left menu icon and by selecting Back. If the Back (right icon) is used instead, the phone will exit the engineering menus and the keystring has to be entered again at the keypad. In order to see the Engineering screens menu while in a call the user has to:
 enable it first (*#0011#)
 press for less than a second the HOME button on the phone
 Go to the keypad
 dial the desired test number
 press the HOME button for 3 seconds in order to see the Task Manager menu with all the currently active apps. The E-screens ”Device Info” will be listed in the Task Manager.
 the user can select the e-screens for review
 Figure 115 - Engineering Screens with menu enabled by pressing the left softkey
 Back to
 the
 previous menu
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 14.2. Service Mode Locking Menu Access
 In order to gain access to the Band, RAT, Channel, PSC Locking as well as for GSM Cell Barr Override options the user has to enter the following code:
 *#2263#
 This code will work only on those handsets setup with the engineering “cell lock” build. Commercial firmware-based Samsung S3 do not have these features and the code will not work.
 The following hidden menu will be shown:
 Figure 116 - Cell Locking Menu (HSPA and LTE H?W)
 The detailed description of the submenus is available in Annex [16]
 - Left Softkey
 14.3. LTE EARFCN (Frequency Channel) Locking
 In [8] LTE Set Channel menu, [2] to [4] are the sub-menus for locking into a certain UARFCN. For example, if you want to lock into ‘Band4 EARFCN 2275:
 Go to the phone’s keypad
 type *#2263#
 Press [8] LTE Set Channel
 Press [3] Set LTE Band 4 (or the band you want to choose the UARFCN from)
 Press left softkey
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 Choose Key Input in the context menu
 Type 2275 and then press OK. A message will show you the newly set EARFCN (e.g. Input EARFCN(Decimal): and, Reset this Phone for Setting Frequency 2245 bye,…)
 Press Back key to go back to Android HOME menu
 type *#2263# and then choose [6] – (example: You will see “Current CH: 2245 on the top)
 Reboot your device (depress Power button for 5 seconds, select RESTART), and then it will only camp on the cells using UARFCN you set (e.g. Freq 2245)
 14.4. WCDMA UARFCN (Frequency Channel) Locking
 In [6] WCDMA Freq Lock menu, [2] to [5] are the sub-menus for locking into a certain UARFCN. For example, if you want to lock into ‘Band4 UARFCN 1600:
 Go to the phone’s keypad
 type *#2263#
 Press [6] WCDMA Freq Lock
 Press [4] Set AWS Band Channel (or the band you want to choose the UARFCN from)
 Press left softkey
 Choose Key Input in the context menu
 Type 2087 and then press OK. A message will show you the newly set UARFCN (e.g. Input UARFCN(Decimal): and, Reset this Phone for Setting Frequency 2087 bye,…)
 Press Back key to go back to Android HOME menu
 type *#2263# and then choose [6] – (example: You will see “Current CH: 1600 on the top)
 Reboot your device (depress Power button for 5 seconds, select RESTART), and then it will only camp on the cells using UARFCN you set (e.g. Freq 2087)
 14.5. WCDMA PSC Locking
 In [6] WCDMA Freq Lock menu, [6] Set PSC is the sub-menu that enables locking into a certain PSC. In order to do WCDMA PSC Locking, WCDMA Freq Lock must be done first.
 Go to the phone’s keypad
 type *#2263#
 Press [6] WCDMA Freq Lock
 Press [6] Set PSC
 Press left softkey
 choose Key Input in the context menu
 Type PSC anywhere between 0 and 512 and then press OK – (e.g. 111 for this example) A notification will be shown on the top of the screen (e.g. Input PSC(Decimal):and, reset this Phone for Setting frequency 111bye, …)
 Press Back key
 type *#2263#
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 choose [6] WCDMA Freq Lock to check the newly set UARFCN and PSC (e.g. CH: 2087, PSC:111on the top of the screen)
 Reboot your device (depress Power button for 5 seconds, select RESTART);
 it will only camp on the cell that satisfies PSC 111
 14.6. WCDMA Cell Locking (UARFCN and PSC Locking)
 In [6] WCDMA Freq Lock menu, [6] Set PSC is the sub-menu that enables locking into a certain PSC. In order to do WCDMA PSC Locking, WCDMA Freq Lock must be done first. For example, if you want to lock into a cell with AWS band UARFCN 2078 and PSC 111: Part 1 – UARFCN Setup:
 Go to the phone’s keypad
 type *#2263#
 Press [6] WCDMA Freq Lock
 Press [4] Set AWS Band Channel (or the band you want to choose the UARFCN from)
 Press left softkey
 Choose Key Input in the context menu
 Type 2087 and then press OK. A message will show you the newly set UARFCN (e.g. Input ARFCN(Decimal): and, Reset this Phone for Setting Frequency 2087 bye,…)
 Press Back key to go back to Android HOME menu
 type *#2263# and then choose [6] – (example: You will see “Current CH: 2087” on the top)
 Reboot your device (depress Power button for 5 seconds, select RESTART), and then it will only camp on the UARFCN you set (e.g. Freq 2087)
 Part 2 – PSC Setup:
 Go to the phone’s keypad
 type *#2263#
 Press [6] WCDMA Freq Lock
 Press [6] Set PSC
 Press left softkey
 choose Key Input in the context menu
 Type PSC anywhere between 0 and 512 and then press OK – (e.g. 111 for this example) A notification will be shown on the top of the screen (e.g. Input PSC(Decimal):and, reset this Phone for Setting frequency 111bye, …)
 Press Back key
 type *#2263#
 choose [6] WCDMA Freq Lock to check the newly set UARFCN and PSC (e.g. CH: 2087, PSC:111on the top of the screen)
 Reboot your device (depress Power button for 5 seconds, select RESTART);
 it will only camp on the cell that satisfies Freq 2087/PSC 111
 14.7. WCDMA PSC Locking Removal
 Press [6] WCDMA Freq Lock
 Press [1] Set Freq Full
 set up again for [1] WCDMA Frequency Locking
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 Reboot your device
 14.8. WCDMA Freq Lock and PSC Lock Removal
 Press [6] WCDMA Freq Lock
 Press [1] Set Freq Full
 Reboot your device
 14.9. GSM ARFCN (Frequency Channel) Locking
 Go to the phone’s keypad
 type *#2263#
 Press [7] GSM Common
 Press [2] GSM ONE FREQ sub-menu
 Select the ARFCN band (e.g. [4] Set PCS 1900Band Channel. An Input ARFCN(decimal) menu will pop-up
 choose Key Input in the context menu
 Enter the desired ARFCN (e.g. 710) and hit OK
 Reboot your device (depress Power button for 5 seconds, select RESTART);
 UE will only camp on the cell that satisfies ARFCN
 14.10. GSM Cell Barring Control
 Go to the phone’s keypad
 type *#2263#
 Press [7] GSM Common
 Choose [1] GSM Cell Barr
 If you choose [2] GSM Cell Barr Check: OFF and then reboot your device, your device will camp on a GSM Cell that has the barred information (the UE will ignore the Cell bar info coming from the BTS)
 If you choose [2] GSM Cell Barr Check: ON and then reboot your device, your device will NOT camp on a GSM Cell that has the barred information (this is the default-normal operation for a MS; it will not reselect a barred cell)
 14.11. AGPS Disabling
 By default even if the end user is disabling the GPS via Android OS Settings, the GPS and the AGPS will be activated automatically during a E911 call. In order to override this functionality for E911 TDO testing the user will need to use an Android application called “AngryGPS” which is disabling the GPS and AGPS functionality even if the handset is conducting test 911 calls.
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 The Cell-control enabled build for Samsung Galaxy SIII has this application installed by default. If it is missing (i.e. in the case of other Samsung Galaxy Smart Phones) the user should install it manually. The “apk” file from Samsung It will work for most of Qualcomm GPS used models and is preloaded in the engineering build. It is also available here: \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_E911AGPS_Disable_App Manual Installation (in case the application is not available in the “Android Applications”:
 go to Android marketplace (Play Store) and search/install a freeware APK applications installer such as “APK Installer”
 format a micro SD card in FAT32 mode in Windows and copy the Angry GPS.apk application \\Gsm1900.org\Engineering\Shared\TEMS\Drivers_and_connectivity\Samsung_E911AGPS_Disable_App
 Insert the SD card in the SD slot and run the APK Installer to install the application in the phone.
 Once installed, go to Android Applications and identify the AngryGPS icon
 AngryGPS Setup: Make sure the GPS is turned on via Android OS. If it has been previously shut-off you will
 have to enable it otherwise the AngryGPS app will miss some critical menus.
 Depress AngryGPS icon to run the app
 At the AngryGPS menu, go to Settings
 Go to SUPL Settings
 Select AGPS Mode
 Select SUPL
 Depress Back Key on the phone three times
 Select NO
 Reboot the phone
 Restore Normal GPS/AGPS Functionality: If you want to restore normal GPS/AGPS functionality:
 Depress AngryGPS icon to run it
 Go to Settings
 Go to SUPL Settings
 Select AGPS Mode
 Select CP+UP
 Depress Back Key on the phone three times
 Select NO
 Reboot the phone
 14.12. Activating “Phone Info” Menu
 From the Main screen, click the phone icon.
 Dial pattern *#*#4636#*#*
 Select Device Info
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 Figure 117 - Phone Info menu
 The following submenus will be shown:
 DEVICE INFORMATION
 BATTERY INFORMATION
 USAGE STATISTICS
 WiFi SETTINGS
 The DEVICE INFORMATION gives access to the following features:
 UE IMEI
 UE MSISDN
 Current Network name (MNC)
 RUN PING TEST (PINGED IP, Hostname (www.google.com)
 HTTP CLIENT TEST
 Signal Strength
 LAC (Hexadecimal)
 CID
 Roaming Status
 GSM Service (In service)
 GPRS Service (Connected/Not Connected)
 Network Type (GSM/UMTS/WiFi)
 Message Waiting
 Call redirect
 Call Status
 Radio resets counter
 Data Attempts counter
 Data successes counter
 PPP sent (packets and bytes counter)
 http://www.google.com/
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 PPP Received (packets and bytes counter)
 Number of PPP since boot
 Set Preferred network WCDMA Preferred/GSM Only/(WCDMA Only/GSM Auto-PRL/LTE/GSM/WCDMA/Global/LTE/WCDMA/Unknown)
 Turn off radio
 Turn on IMS registration required
 Turn on LTE RAM dump
 SMSC changing option and reset
 Toggle DNS Check
 14.13. Locking onto 3G Band
 Go to the phone’s keypad
 type *#2263#
 Figure 118: Service Mode.
 Press [2] WCDMA Band Preference
 Figure 119 - Band Selection
 WCDMA
 Band Preference

Page 126
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Press the desired band (e.g. [3] WCDMA 1700 (AWS) or [4] WCDMA 1900). A confirmation message will appear on the top of the screen:
 Press left softkey
 Select BACK in the context menu. An asterisk sign will mark the selected band
 Figure 120 - The Selected band is Marked with *
 Figure 121 - The Selected band is Marked with *
 14.13.1. Verifying 3G Scrambling Code and Frequency (UARFCNs)
 From the Main screen, click the phone icon.
 Dial pattern *#0011#
 Band
 WCDMA 1900
 Band WCDMA
 AWS
 Select
 BACK
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 Figure 122: Verify 3G Scrambling code.
 14.14. Verifying 3G LAC and Cell ID
 From the Main screen, click the phone icon.
 Dial pattern *#*#4636#*#*.
 Select Device Info
 Figure 123: Verify 3G LAC and Cell ID.
 14.15. 3G Voice Call Verification
 Cell Id
 “3387” LAC
 “1c0c”
 Scrambling code
 “111”
 UARFCNs
 DL (Rx CH)
 “2062”
 UL (Tx CH)
 “1837”
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 Start Service Mode E-Screens application (*#0011#)
 Lock onto 3G carrier
 Go to Home.
 Select the phone icon.
 Perform 1 voice call in each sector for 3G.
 Verify that two-way audio for each call type is successful.
 Drive (or walk) around all sectors of the site with an active 3G voice call to verify that:
 a. The correct Cell identification codes are visible in the correct sector.
 b. There are no crossed feeders.
 c. The handover works.
 Verify that two-way audio for each call type is successful.
 Verify and record all information in the applicable section of Call Test Check List.
 Figure 124: Voice call verification. In order to see the Engineering screens menu while in a call the user has to:
 enable it first (*#0011#)
 press for less than a second the HOME button on the phone
 Go to the keypad
 dial the desired test number
 press the HOME button for 3 seconds in order to see the Task Manager menu with all the currently active apps. The E-screens ”Device Info” will be listed in the Task Manager.
 the user can select the e-screens for review
 14.16. 3G Packet Switched Call Verification
 To perform the packet switched call, the correct Access Point Name (APN) used for the testing is epc.tmobile.com. The GDC/GNIC will have this information.
 This test is to be performed once per site for 3G. NOT PER SECTOR.
 Start Service Mode E-Screens application (*#0011#)
 Voice Call
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 Lock onto 3G carrier
 Go to Home.
 Select Web.
 Open a web browsing application on the UE.
 Browse to the following website www.cnn.com.
 Verify that the website loads correctly.
 Record all information in the applicable section of Call Test Check list.
 14.17. Locking onto 2G Band
 To ensure that the functional integration is completed on the 2G site that is being integrated the following steps should be used to lock the handset to 2G coverage.
 Go to the phone’s keypad
 type *#2263#
 Figure 125: Service Mode.
 Press [3] GSM Band Preference
 Packet
 Call
 GSM Band
 Preference

Page 130
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Figure 126: Locking onto 2G Carrier menu.
 Select the desired band (e.g. GSM 1900).
 A confirmation message will appear:
 Press left softkey
 Check if the GSM band is marked with an asterisk
 Select
 BACK
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 14.18. Verifying 2G ARFCN, LAC and Cell ID
 From the Main screen, click the phone icon.
 Dial pattern *#*#4636#*#*
 Figure 127: Verify 2G LAC and Cell ID.
 14.19. Verifying 2G ARFCN, NCC, MNC
 From the Main screen, click the phone icon.
 Dial pattern *#0011#
 Cell Id
 “c77”
 LAC
 “1e7f”
 Confirmed
 Band

Page 132
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 Figure 128: Verify 2G ARFCN.
 14.20. 2G Voice Call Verification
 Start Service Mode E-Screens application (*#0011#)
 Lock onto 2G carrier
 Go to Home.
 Select the phone icon.
 Perform 1 voice call in each sector for 2G.
 Verify that two-way audio for each call type is successful.
 Drive (or walk) around all sectors of the site with an active 2G voice call to verify that:
 a. The correct Cell identification codes are visible in the correct sector.
 b. There are no crossed feeders.
 c. The handover works.
 Verify and record all information in the applicable section of Call Test Check List.
 Figure 129: Voice call verification.
 ARFCN
 Voice Call
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 14.21. Packet Switched Call Verification
 To perform the packet switched call, the correct Access Point Name (APN) used for the testing is epc.tmobile.com. The GDC/GNIC will have this information.
 This test is to be performed once per site for 2G. NOT PER SECTOR.
 Start Service Mode E-Screens application (*#0011#)
 Lock onto 2G carrier
 Go to Home.
 Select Web.
 Open a web browsing application on the UE.
 Browse to the following website www.cnn.com.
 Verify that the website loads correctly.
 Record all information in the applicable section of Call Test Check list.
 Figure 10: Packet switched call verification.
 14.22. 2G SMS Verification
 This section is to verify that the handset is able to send an SMS. The SMS verification needs to be conducted once per site for 2G.
 Start Service Mode E-Screens application. (*#0011#)
 Lock onto 2G carrier
 Go to Home.
 Select Messaging.
 Select Create message.
 Enter the cell number of the test handset in the Recipient section.
 Note: This will send the SMS to you.
 Packet
 Call
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 Enter some text into the Message section.
 Click Send.
 Verify the SMS was sent and received successfully with the correct text.
 Record all information in the applicable section of Call Test Check list.
 Figure 11: SMS verification.
 14.23. Call TDOA War Room to Conduct a MTLR
 6. Cutover 7. Repeat Steps 3-5 8. Finish Testing
 The site is only complete when the GDC/GNIC has verified the Call Test Check List and gives notification that the site is complete.
 Functional call testing is part of site closeout package.
 SM
 S
 Call
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 15. TEMS Pocket – Samsung Galaxy S 4G (Standard/Pro/In-Building
 Figure 130 - TEMS Pocket
 Figure 131 - TEMS Pocket Main Menu Key Features:

Page 136
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.

Page 137
                        

© Copyright 2010 T-Mobile USA, Inc. All rights reserved. Confidential and proprietary information of T-Mobile USA, Inc. Not for distribution outside T-Mobile.
 16. Annex - Samsung Locking Menus Map
 Access Keystring: *#2263# [1] Automatic (default) [2] WCDMA Band preference | [1] WCDMA 850 | [2] WCDMA 900 | [3] WCDMA 1700 | [4] WCDMA 1900 | [5] WCDMA IMT 2000 | [6] ALL [3] GSM Band preference | [1] GSM 850 | [2] GSM 900 | [3] GSM 1800 | [4] GSM 1900 | [5] GSM 850/1900 | [6] GSM 900/1800 | [7] ALL [4] LTE Band Preference | [1] LTE B3 | [2] LTE B4 | [3] LTE B5 | [4] LTE B7 | [5] LTE B17 | [6] LTE B20 | [7] ALL [5] <RAT and Band Selection> | [1] GSM 850 | [2] GSM 900 | [3] GSM 1800 | [4] GSM 1900
 | [5] WCDMA 850 | [6] WCDMA 900 | [7] WCDMA 1700 | [8] WCDMA 1900 | [9] WCDMA IMT 2100
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 [6] WCDMA FREQ Lock | [1] Set Frequency Full (Set the Desired UARFCN to lock to) | [2] Set IMT2k Band Channel – Use Left Softkey to set the UARFCN via keypad | [3] Set PCS 1900 Band Channel – Use Left Softkey to set the UARFCN via keypad | [4] Set AWS band Channel – Use Left Softkey to set the UARFCN via keypad | [5] Set 850 Band Channel – Use Left Softkey to set the UARFCN via keypad | [6] Set PSC (set the desired PSC to lock to) – Use Left Softkey to set the PSC via keypad [7] GSM Common | [1] GSM CELL BARR | [1] Cell baring info from BTS ignored (Cell Barring Override Mode) | [2] OFF – Cell bar info used (Cell Barring Enabled – Normal Operation) | [2] GSM ONE FREQ | [1] Set Freq Full (Set the desired ARFCN to lock to) | [2] Set EGSM 900 Band Channel | [3] Set PGSM 900 Band Channel | [4] Set PCS 1900 Band Channel | [5] Set DCS 1800 Band Channel | [6] Set 850 Band Channel [8] LTE SET CHANNEL: | [1] Set Frequency Full (Set the Desired EARFCN to lock to) | [2] Set LTE BAND 3 | [3] Set LTE BAND 4 (The AWS band used by TMO) | [4] Set LTE BAND 17
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 17. Annex - SEEGULL EX Firmware Upgrade Procedure
 Some of the 220 scanners T-Mobile purchased back in 2008/2009 are using firmware versions that aren't compatible w/ TEMS Investigation ver 12.x.x and 14.x.x.
 In order to let the scanner work properly w/ TI 14.x.x the firmware version must be identified and updated.
 The user must do the following:
 1) download the PCTEL Tremos application from the following location:
 \\Gsm1900.org\Engineering\Shared\Cristian\Scanners\Tremos230004-001.6.0.7
 1) Install TREMOS. Installation/uninstall instructions are available here: \\GSM1900.org\Engineering\Shared\Cristian\Scanners\Tremos230004-001.6.0.7\Tremos Receiver SW Download User Manual.pdf
 2) Run Tremos app while the scanner is connected via USB port to the test laptop and save the Scanner
 information file
 3) e-mail the scanner information file to Team Mailbox TEMS Support Americas ( [email protected] )
 4) Upload the firmware upgrade application provided by Team Mailbox TEMS Support Americas
 5) Connect to the scanner via USB
 
 
 
 mailto:[email protected]
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 18. Annex – ARFCN, UARFCN and EARFCN
 GSM PCS ARFCN (Full Band II PCS): 523 524 525 526 527 528 529 530 531 532 533 534 535 536 537 538 539 540 541 542 543 544 545 546 547 548 549 550 551 552 553 554 555 556 557 558 559 560 561 562 563 564 565 566 567 568 569 570 571 572 573 574 575 576 577 578 579 580 581 582 583 584 585 586 587 588 589 590 591 592 593 594 595 596 597 598 599 600 601 602 603 604 605 606 607 608 609 610 611 612 613 614 615 616 617 618 619 620 621 622 623 624 625 626 627 628 629 630 631 632 633 634 635 636 637 638 639 640 641 642 643 644 645 646 647 648 649 650 651 652 653 654 655 656 657 658 659 660 661 662 663 664 665 666 667 668 669 670 671 672 673 674 675 676 677 678 679 680 681 682 683 684 685 686 687 688 689 690 691 692 693 694 695 696 697 698 699 700 701 702 703 704 705 706 707 708 709 710 711 712 713 714 715 716 717 718 719 720 721 722 723 724 725 726 727 728 729 730 731 732 733 734 735 736 737 738 739 740 741 742 743 744 745 746 747 748 749 750 751 752 753 754 755 756 757 758 759 760 761 762 763 764 765 766 767 768 769 770 771 772 773 774 775 776 777 778 779 780 781 782 783 784 785 786 787 788 789 790 791 792 793 794 795 796 797 798 799
 ARFCN, UARFCN and EARFCN): 9662 9663 9664 9665 9666 9667 9668 9669 9670 9671 9672 9673 9674 9675 9676 9677 9678 9679 9680 9681 9682 9683 9684 9685 9686 9687 9688 9689 9690 9691 9692 9693 9694 9695 9696 9697 9698 9699 9700 9701 9702 9703 9704 9705 9706 9707 9708 9709 9710 9711 9712 9713 9714 9715 9716 9717 9718 9719 9720 9721 9722 9723 9724 9725 9726 9727 9728 9729 9730 9731 9732 9733 9734 9735 9736 9737 9738 9739 9740 9741 9742 9743 9744 9745 9746 9747 9748 9749 9750 9751 9752 9753 9754 9755 9756 9757 9758 9759 9760 9761 9762 9763 9764 9765 9766 9767 9768 9769 9770 9771 9772 9773 9774 9775 9776 9777 9778 9779 9780 9781 9782 9783 9784 9785 9786 9787 9788 9789 9790 9791 9792 9793 9794 9795 9796 9797 9798 9799 9800 9801 9802 9803 9804 9805 9806 9807 9808 9809 9810 9811 9812 9813 9814 9815 9816 9817 9818 9819 9820 9821 9822 9823 9824 9825 9826 9827 9828 9829 9830 9831 9832 9833 9834 9835 9836 9837 9838 9839 9840 9841 9842 9843 9844 9845 9846 9847 9848 9849 9850 9851 9852 9853 9854 9855 9856 9857 9858 9859 9860 9861 9862 9863 9864 9865 9866 9867 9868 9869 9870 9871 9872 9873 9874 9875 9876 9877 9878 9879 9880 9881 9882 9883 9884 9885 9886 9887 9888 9889 9890 9891 9892 9893 9894 9895 9896 9897 9898 9899 9900 9901 9902 9903 9904 9905 9906 9907 9908 9909 9910 9911 9912 9913 9914 9915 9916 9917 9918 9919 9920 9921 9922 9923 9924 9925 9926 9927 9928 9929 9930 9931 9932 9933 9934 9935 9936 9937 9938
 ARFCN, UARFCN and EARFCN 412 437 462 487 512 537 562 587 612 637 662 687 (from blocks A B C D E F) and associated to ARFCN ranges: 512-536 537-561 562-586 587-611 612-636 637-661 662-686 687-711 712-736 737-761 762-786 787-810 UMTS PCS UL UARFCN: 12 37 62 87 112 137 162 187 212 237 262 287 (from blocks A B C D E F) and associated to ARFCN ranges: 512-536 537-561 562-586 587-611 612-636 637-661 662-686 687-711 712-736 737-761 762-786 787-810
 UMTS PCS DL Split Block UARFCN: 9675 9700 9725 9750 9775 9800 9825 9850 9875 9900 9925 (when the associated sub-blocks are owned) UMTS PCS UL Split Block UARFCN: 9275 9300 9325 9350 9375 9400 9425 9450 9475 9500 9525 (when the associated sub-blocks are owned)
 UMTS PCS DL ARFCN (General Band II PCS): 9262 9263 9264 9265 9266 9267 9268 9269 9270 9271 9272 9273 9274 9275 9276 9277 9278 9279 9280 9281 9282 9283 9284 9285 9286 9287 9288 9289 9290 9291 9292 9293 9294 9295 9296 9297 9298 9299 9300 9301 9302 9303 9304 9305 9306 9307 9308 9309 9310 9311 9312 9313 9314 9315
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 9316 9317 9318 9319 9320 9321 9322 9323 9324 9325 9326 9327 9328 9329 9330 9331 9332 9333 9334 9335 9336 9337 9338 9339 9340 9341 9342 9343 9344 9345 9346 9347 9348 9349 9350 9351 9352 9353 9354 9355 9356 9357 9358 9359 9360 9361 9362 9363 9364 9365 9366 9367 9368 9369 9370 9371 9372 9373 9374 9375 9376 9377 9378 9379 9380 9381 9382 9383 9384 9385 9386 9387 9388 9389 9390 9391 9392 9393 9394 9395 9396 9397 9398 9399 9400 9401 9402 9403 9404 9405 9406 9407 9408 9409 9410 9411 9412 9413 9414 9415 9416 9417 9418 9419 9420 9421 9422 9423 9424 9425 9426 9427 9428 9429 9430 9431 9432 9433 9434 9435 9436 9437 9438 9439 9440 9441 9442 9443 9444 9445 9446 9447 9448 9449 9450 9451 9452 9453 9454 9455 9456 9457 9458 9459 9460 9461 9462 9463 9464 9465 9466 9467 9468 9469 9470 9471 9472 9473 9474 9475 9476 9477 9478 9479 9480 9481 9482 9483 9484 9485 9486 9487 9488 9489 9490 9491 9492 9493 9494 9495 9496 9497 9498 9499 9500 9501 9502 9503 9504 9505 9506 9507 9508 9509 9510 9511 9512 9513 9514 9515 9516 9517 9518 9519 9520 9521 9522 9523 9524 9525 9526 9527 9528 9529 9530 9531 9532 9533 9534 9535 9536 9537 9538
 UMTS PCS DL ARFCN (Additional Band II PCS): 650 651 652 653 654 655 656 657 658 659 660 661 662 663 664 665 666 667 668 669 670 671 672 673 674 UMTS PCS UL ARFCN (Additional Band II PCS): 250 251 252 253 254 255 256 257 258 259 260 261 262 263 264 265 266 267 268 269 270 271 272 273 274
 UMTS AWS DL UARFCN: 1539 1912 1937 1962 1987 2012 2037 2062 2087
 UMTS AWS UL UARFCN: 1314 1687 1712 1737 1762 1787 1812 1837 1862
 LTE AWS DL EARFCN(10MHz): 2001 2100 2200/Or/2250 2350 (Extended: 1975 1977 2000 2002 2025 2075 2100 2125 2175 2200 2225 2250 2275 2325 2350 2375) LTE AWS UL EARFCN(10MHz): 20001 20100 20200/or/20250 20350 (Extended: 19975 19977 20000 20002 20025 20075 20100 20125 20175 20200 20225 20250 20275 20325 20350 20375)
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