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Cryptography and Network Security
 Nick Feamster
 CS 6262: Network SecuritySpring 2009
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 The Security Life-Cycle
 • Threats• Policy• Specification• Design• Implementation• Operation and Maintenance
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 Taxonomy of Threats
 • Taxonomy – a way to classify and refer to threats (and attacks) by names/categories– Benefits – avoid confusion– Focus/coordinate development efforts of security mechanisms
 • No standard yet
 • One possibility: by results/intentions first, then by techniques, then further by targets, etc.– Associate severity/cost to each threat
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 A Taxonomy Example • By results first, then by (high-level) techniques:
 – Illegal root• Remote, e.g., buffer-overflow a daemon• Local, e.g., buffer-overflow a “root” program
 – Illegal user• Single, e.g., guess password• Multiple, e.g., via previously installed back-door
 – Denial-of-Service• Crashing, e.g., teardrop, ping-of-death, land• Resource consumption, e.g., syn-flood
 – Probe• Simple, e.g., fast/regular port-scan• Stealth, e.g., slow/”random” port-scan
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 Threat Examples - IP Spoofing
 • A common first step to many threatsA common first step to many threats• Source IP address cannot be trusted!Source IP address cannot be trusted!
 IP PayloadIP Header
 SRC: sourceDST: destination
 SRC: 18.31.10.8DST: 130.207.7.237
 Is it really from MIT?
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 Similar to US Mail (or E-mail)
 From:Nick FeamsterGeorgia Tech
 To:William SmithM.I.B. Corp.
 US mail maybe better in the sense that there is a stamp put on the envelope at the location (e.g., town) of collection...
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 Most Routers Only Care About Destination Address
 128.59.10.xx
 130.207.xx.xx
 Rtr
 Rtr
 src:128.59.10.8dst:130.207.7.237
 Columbia
 Georgia Tech36.190.0.xx Rtr
 src:128.59.10.8dst:130.207.7.237Stanford
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 Why Should I Care?
 • Attack packets with spoofed IP address help hide the attacking source.
 • A smurf attack launched with your host IP address could bring your host and network to their knees.
 • Higher protocol layers (e.g., TCP) help to protect applications from direct harm, but not enough.
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 Current IPv4: IP Spoofing
 • No authentication for the source
 • Various approaches exist to address the problem:– Router/firewall filtering– TCP handshake
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 Router Filtering
 • Decide whether this packet, with certain source IP address, should come from this side of network.
 • Local policy
 36.190.0.xx Rtr
 src:128.59.10.8dst:130.207.7.237Stanford
 Hey, you shouldn’t be here!
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 Filtering at Routers
 • Very effective for some networks (ISP should always do that!)– At least be sure that this packet is from some
 particular subnet
 • Problems– Hard to handle frequent add/delete hosts/subnets or
 mobile IP – Upsets customers should legitimate packets get
 discarded– Need to trust other routers
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 TCP Handshake
 client serverSYN seq=x
 SYN seq=y, ACK x+1
 ACK y+1
 connectionestablished
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 TCP Handshake
 128.59.10.xx
 130.207.xx.xx
 Rtr
 RtrColumbia
 Georgia Tech36.190.0.xx Rtr
 src:128.59.10.8dst:130.207.7.237Stanford
 x
 seq=y, ACK x+1
 The handshake prevents the attackerfrom establishing a TCP connection pretending to be 128.59.10.8
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 TCP Handshake
 • Very effective for stopping most such attacks
 • Problems– The attacker can succeed if “y” can be predicted– Other DoS attacks are still possible (e.g., TCP SYN-
 flood)
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 IP Spoofing & SYN Flood• X establishes a TCP connection with B
 assuming A’s IP address
 AA BB
 XX
 (1) SYN(1) SYNFloodFlood
 (2) predict B’s(2) predict B’sTCP seq. behaviorTCP seq. behavior
 SYN
 (seq
 =m),s
 rc=A
 SYN
 (seq
 =m),s
 rc=A
 (3)(3)
 (4)(4)SYN(seq=n)ACK(seq=m+1)SYN(seq=n)ACK(seq=m+1)
 (5)
 (5)
 AC
 K(s
 eq=n
 +1)
 AC
 K(s
 eq=n
 +1)
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 Vulnerability
 • A vulnerability (or security flaw) is a specific failure of the security controls
 • Using the failure to violate the site security: exploiting the vulnerability; the person who does this: an attacker
 • It can be due to– Lapses in design, implementation, and operation
 procedures.– Even security algorithms/systems are not immune!
 • We will go over some examples in this course
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 Example: IP Protocol-related Vulnerabilities
 • Authentication based on IP source address– But no effective mechanisms against IP spoofing
 • Consequences (possible exploits)– Denial of Service attacks on infrastructures, e.g.
 • IP Spoofing and SYN Flood• Redirection attacks
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 Introduction to Cryptography
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 What is Cryptography?
 • Comes from Greek word meaning “secret”– Primitives also can provide integrity, authentication
 • Cryptographers invent secret codes to attempt to hide messages from unauthorized observers
 plaintext ciphertext plaintext
 encryption decryption
 • Typically involves an algorithm and a key– May be symmetric, or asymmetric
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 Cryptographic Algorithms: Goal
 • Relatively easy to compute, given key
 • Difficult to compute without the key
 • Sometimes a scheme can be made stronger by lengthening the key
 Key Size (bits)
 Number of Alternative
 Keys
 Time required at 1
 decryption/µs
 Time required at 106
 decryptions/µs
 32 232 = 4.3 109
 231 µs = 35.8 minutes
 2.15 milliseconds
 56 256 = 7.2 1016
 255 µs = 1142 years
 10.01 hours
 128 2128 = 3.4 1038
 2127 µs = 5.4 1024 years
 5.4 1018 years
 168 2168 = 3.7 1050
 2167 µs = 5.9 1036 years
 5.9 1030 years
 26 character
 s (permutat
 ion)
 26! = 4 1026
 2 1026 µs = 6.4 1012 years
 6.4 106 years
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 What About the Algorithm?
 • Bad guys may find out about the algorithm anyhow, so may as well publish– Reverse engineering is often possible
 • Common practice: Publish commercial algorithms, keep military algorithms secret– Often the goal may be to simply keep the good
 algorithms out of the hands of the enemy
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 Three Types of Functions
 • Hash Functions– Zero keys
 • Secret-key functions– One key
 • Public-key functions– Two keys
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 Hash Functions
 • Take message, m, of arbitrary length and produces a smaller (short) number, h(m)
 • Properties– Easy to compute h(m)– Hard to find an m, given h(m)– Hard to find two values that has to the same h(m)
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 Examples
 • Password hashing– Can’t store passwords in a file that could be read– Must compare typed passwords to stored passwords– Often, a “salt” is used with the hash. Why?
 • Message integrity– Concatenate message with secret– Alice and Bob can verify that message was not
 mangled in transit
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 TCP SYN cookies
 • General idea– Client sends SYN w/ ACK number– Server responds to Client with SYN-ACK cookie
 • sqn = f(src addr, src port, dest addr, dest port, rand)
 • Server does not save state– Honest client responds with ACK(sqn)– Server checks response – If matches SYN-ACK, establishes connection
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 TCP SYN cookie• TCP SYN/ACK seqno encodes a cookie
 – 32-bit sequence number• t mod 32: counter to ensure sequence numbers
 increase every 64 seconds• MSS: encoding of server MSS (can only have 8
 settings)• Cookie: easy to create and validate, hard to forge
 – Includes timestamp, nonce, 4-tuple
 t mod 32
 32 0
 5 bits
 MSS
 3 bits
 Cookie=HMAC(t, Ns, SIP, SPort, DIP, DPort)
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 Symmetric Encryption
 • Also: “conventional / private-key / single-key”– sender and recipient share a common key– all classical encryption algorithms are private-key
 • Was only type of encryption prior to invention of public-key in 1970’s– and by far most widely used– Typically more computationally efficient
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 Symmetric Cipher Model
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 Terminology
 • plaintext - original message • ciphertext - coded message • cipher - algorithm for transforming plaintext to ciphertext • key - info used in cipher known only to sender/receiver • encipher (encrypt) - converting plaintext to ciphertext • decipher (decrypt) - recovering ciphertext from plaintext• cryptography - study of encryption principles/methods• cryptanalysis (codebreaking) - study of principles/
 methods of deciphering ciphertext without knowing key• cryptology - field of both cryptography and cryptanalysis
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 Requirements
 • Two requirements– a strong encryption algorithm– a secret key known only to sender / receiver
 • Mathematically:Y = EK(X)
 X = DK(Y)
 • assume encryption algorithm is known• implies a secure channel to distribute key
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 Cryptography
 • characterize cryptographic system by:– type of encryption operations used
 • substitution / transposition / product
 – number of keys used• single-key or private / two-key or public
 – way in which plaintext is processed• block / stream
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 Cryptanalysis
 • Objective: to recover key, not just message
 • General approaches:– cryptanalytic attack– brute-force attack
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 Types of Cryptanalytic Attacks• ciphertext only
 – only know algorithm & ciphertext, – is statistical, know or can identify plaintext
 • known plaintext – know/suspect plaintext & ciphertext
 • chosen plaintext – select plaintext and obtain ciphertext
 • chosen ciphertext – select ciphertext and obtain plaintext
 • chosen text – select plaintext or ciphertext to en/decrypt
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 More Definitions
 • unconditional security – no matter how much computer power or time is
 available, the cipher cannot be broken since the ciphertext provides insufficient information to uniquely determine the corresponding plaintext
 • computational security – given limited computing resources (e.g., time needed
 for calculations is greater than age of universe), the cipher cannot be broken

Page 35
                        

35
 Brute Force Search
 • always possible to simply try every key • most basic attack, proportional to key size • assume either know / recognise plaintext
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 Classical Substitution Ciphers
 • where letters of plaintext are replaced by other letters or by numbers or symbols
 • or if plaintext is viewed as a sequence of bits, then substitution involves replacing plaintext bit patterns with ciphertext bit patterns
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 Caesar Cipher
 • earliest known substitution cipher• by Julius Caesar • first attested use in military affairs• replaces each letter by 3rd letter on• example:
 meet me after the toga partyPHHW PH DIWHU WKH WRJD SDUWB
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 Caesar Cipher
 • can define transformation as:a b c d e f g h i j k l m n o p q r s t u v w x y z
 D E F G H I J K L M N O P Q R S T U V W X Y Z A B C
 • mathematically give each letter a numbera b c d e f g h i j k l m n o p q r s t u v w x y z
 0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25
 • then have Caesar cipher as:c = E(p) = (p + k) mod (26)
 p = D(c) = (c – k) mod (26)
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 Cryptanalysis of Caesar Cipher
 • only have 26 possible ciphers – A maps to A,B,..Z – could simply try each in turn – Spacing of cipher letters also provides clues
 • Attacks: brute force search – given ciphertext, just try all shifts of letters– do need to recognize when have plaintext
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 Monoalphabetic Cipher
 • Rather than just shifting the alphabet, could shuffle (jumble) the letters arbitrarily – each plaintext letter maps to a different random ciphertext letter – key is 26 letters long
 Plain: abcdefghijklmnopqrstuvwxyzCipher: DKVQFIBJWPESCXHTMYAUOLRGZN
 Plaintext: ifwewishtoreplacelettersCiphertext: WIRFRWAJUHYFTSDVFSFUUFYA
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 Monoalphabetic Cipher Security
 • Now have a total of 26! = 4 x 1026 keys • With so many keys, might think is secure • What’s the problem?

Page 42
                        

42
 Language Redundancy and Cryptanalysis
 • Human languages are redundant – Letters are not equally commonly used – in English E is by far the most common letter – followed by T,R,N,I,O,A,S – other letters like Z,J,K,Q,X are fairly rare
 • Have tables of single, double & triple letter frequencies for various languages
 in
 iiave ppI 2
 1
 log
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 Example
 • Letters of the alphabet (26 of them). Assume they occur with equal probability in a message pi=1/26
 • Average information content per message is
 26
 1log
 26
 12
 26
 1aveI
 7.426
 1log2
 aveI
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 English Letter Frequencies
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 Use in Cryptanalysis• key concept - monoalphabetic substitution ciphers do not
 change relative letter frequencies • discovered by Arabian scientists in 9th century• calculate letter frequencies for ciphertext• compare counts/plots against known values • if caesar cipher look for common peaks/troughs
 – peaks at: A-E-I triple, NO pair, RST triple– troughs at: JK, X-Z
 • for monoalphabetic must identify each letter– tables of common double/triple letters help
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 Example Cryptanalysis
 • given ciphertext:UZQSOVUOHXMOPVGPOZPEVSGZWSZOPFPESXUDBMETSXAIZVUEPHZHMDZSHZOWSFPAPPDTSVPQUZWYMXUZUHSXEPYEPOPDZSZUFPOMBZWPFUPZHMDJUDTMOHMQ
 • Count relative letter frequencies (see text)• Guess P & Z are e and t• Guess ZW is th and hence ZWP is the• Proceeding with trial and error finally get:
 it was disclosed yesterday that several informal butdirect contacts have been made with politicalrepresentatives of the viet cong in moscow
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 Playfair Cipher
 • not even the large number of keys in a monoalphabetic cipher provides security
 • one approach to improving security was to encrypt multiple letters
 • the Playfair Cipher is an example • invented by Charles Wheatstone in 1854, but
 named after his friend Baron Playfair
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 Playfair Key Matrix
 • a 5X5 matrix of letters based on a keyword • fill in letters of keyword (sans duplicates) • fill rest of matrix with other letters• eg. using the keyword MONARCHY
 M O N A R
 C H Y B D
 E F G I/J K
 L P Q S T
 U V W X Z
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 Encrypting and Decrypting
 • plaintext is encrypted two letters at a time 1. if a pair is a repeated letter, insert filler like 'X’
 2. if both letters fall in the same row, replace each with letter to right (wrapping back to start from end)
 3. if both letters fall in the same column, replace each with the letter below it (again wrapping to top from bottom)
 4. otherwise each letter is replaced by the letter in the same row and in the column of the other letter of the pair
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 Security of Playfair Cipher
 • Security much improved over monoalphabetic– Since have 26 x 26 = 676 digrams – Would need a 676 entry frequency table to analyse (versus 26
 for a monoalphabetic) – and correspondingly more ciphertext
 • Widely used for many years– E.g., by US & British military in WW1
 • It can be broken, given a few hundred letters – since still has much of plaintext structure
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 Polyalphabetic Ciphers
 • Polyalphabetic substitution ciphers • Improve security using multiple cipher alphabets • Make cryptanalysis harder with more alphabets to guess
 and flatter frequency distribution • Use a key to select which alphabet is used for each letter
 of the message • Use each alphabet in turn • Repeat from start after end of key is reached
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 Vigenère Cipher
 • simplest polyalphabetic substitution cipher• effectively multiple caesar ciphers
 • key is multiple letters long K = k1 k2 ... kd
 • ith letter specifies ith alphabet to use • use each alphabet in turn • repeat from start after d letters in message• decryption simply works in reverse
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 Vigenère Tableau
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 Example of Vigenère Cipher
 • write the plaintext out • write the keyword repeated above it• use each key letter as a Caesar cipher key • encrypt the corresponding plaintext letter• eg using keyword deceptive
 key: deceptivedeceptivedeceptive
 plaintext: wearediscoveredsaveyourself
 ciphertext:ZICVTWQNGRZGVTWAVZHCQYGLMGJ
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 Aids
 • simple aids can assist with en/decryption • a Saint-Cyr Slide is a simple manual aid
 – a slide with repeated alphabet – line up plaintext 'A' with key letter, eg 'C' – then read off any mapping for key letter
 • can bend round into a cipher disk • or expand into a Vigenère Tableau
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 Security of Vigenère Ciphers
 • have multiple ciphertext letters for each plaintext letter
 • hence letter frequencies are obscured• but not totally lost• start with letter frequencies
 – see if look monoalphabetic or not
 • if not, then need to determine number of alphabets, since then can attach each
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 Cryptanalysis: Kasiski Method
 • method developed by Babbage / Kasiski • repetitions in ciphertext give clues to period • so find same plaintext an exact period apart • which results in the same ciphertext • of course, could also be random fluke• eg repeated “VTW” in previous example• suggests size of 3 or 9• then attack each monoalphabetic cipher individually
 using same techniques as before
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 Autokey Cipher• Ideally want a key as long as the message• Vigenère proposed the autokey cipher • with keyword is prefixed to message as key• knowing keyword can recover the first few letters • use these in turn on the rest of the message• but still have frequency characteristics to attack • eg. given key deceptive
 key: deceptivewearediscoveredsav
 plaintext: wearediscoveredsaveyourself
 ciphertext:ZICVTWQNGKZEIIGASXSTSLVVWLA
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 One-Time Pad
 • If a truly random key as long as the message is used, the cipher will be secure
 • Is unbreakable since ciphertext bears no statistical relationship to the plaintext– since for any plaintext & any ciphertext there exists a key
 mapping one to other– can only use the key once!– problems in generation & safe distribution of key
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 Transposition Ciphers
 • now consider classical transposition or permutation ciphers
 • these hide the message by rearranging the letter order
 • without altering the actual letters used
 • can recognise these since have the same frequency distribution as the original text
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 Rail Fence cipher
 • write message letters out diagonally over a number of rows
 • then read off cipher row by row
 • eg. write message out as:m e m a t r h t g p r y e t e f e t e o a a t
 • giving ciphertextMEMATRHTGPRYETEFETEOAAT
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 Row Transposition Ciphers
 • a more complex transposition• write letters of message out in rows over a
 specified number of columns• then reorder the columns according to some key
 before reading off the rowsKey: 3 4 2 1 5 6 7Plaintext: a t t a c k p o s t p o n e d u n t i l t w o a m x y zCiphertext: TTNAAPTMTSUOAODWCOIXKNLYPETZ
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 Rotor Machines
 • before modern ciphers, rotor machines were most common complex ciphers in use
 • widely used in WW2– German Enigma, Allied Hagelin, Japanese Purple
 • implemented a very complex, varying substitution cipher• used a series of cylinders, each giving one substitution,
 which rotated and changed after each letter was encrypted
 • with 3 cylinders have 263=17576 alphabets
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 Rotor Machine Figure
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 Hagelin Rotor Machine
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 Steganography
 • an alternative to encryption• hides existence of message
 – using only a subset of letters/words in a longer message marked in some way
 – using invisible ink– hiding in LSB in graphic image or sound file
 • has drawbacks– high overhead to hide relatively few info bits
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 Summary
 • have considered:– classical cipher techniques and terminology– monoalphabetic substitution ciphers– cryptanalysis using letter frequencies– Playfair cipher– polyalphabetic ciphers– transposition ciphers– product ciphers and rotor machines– stenography


                    

                                            
LOAD MORE
                                    

            

        

        
        
                        
                
                    Related Documents

                    
                                                
                                                              
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Key Management Nick Feamster CS 6262 Spring 2009.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                1 Buffer Overflows Nick Feamster CS 6262 Spring 2009 (credit...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Authentication Nick Feamster CS 6262 Spring 2009.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                               
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                IP Security Nick Feamster CS 6262 Spring 2009. IP Security.....
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Interdomain Routing (Nick Feamster) February 4, 2008.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Course Overview and Introduction Nick Feamster CS 6262:...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                     

                                                
                                                              
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Routing Security CS 6250 Nick Feamster Fall 2011.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Spam, BGP, and Bogons Nick Feamster Georgia Tech.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Anonymization and Privacy Services Infranet: Circumventing.....
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                               
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Public Key Cryptography Nick Feamster CS 6262 Spring 2009.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Revolutionaries Nick Feamster and Alex Gray CS 7001.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                RAADVA Brussel,5maart2009(11.03) DEEUROPESEUI E 6262/09 O...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                     

                                                
                                                              
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                PHONE: 512-556-6262
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                MỤC LỤC BẢNG GIÁ · NHÀ MÁY TÔN THÉP HAI CHINH.....
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Wireless Networking Nick Feamster CS 6250 Fall 2011.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                               
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Network Security Highlights Nick Feamster Georgia Tech.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Nick Feamster -...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Network Operations Nick Feamster feamster
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                     

                                                
                                                              
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Why Cryptosystems Fail Nick Feamster CS 6262 Spring 2009.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Some Foundational Problems in Interdomain...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Hashes and Message Digests Nick Feamster CS 6262: Network...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                               
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                BS 6262-1982
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Nick Feamster MIT [email protected] Robust Internet...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Nick Feamster Research: Network security and operations...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                     

                                                
                                                              
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Web Security Nick Feamster CS 6262 Spring 2009. 2 Cross-Site...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Nick Feamster
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Accessibility and Trust Nick Feamster Georgia Tech.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                               
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                An Overview of Computer and Network Security Nick Feamster.....
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Routing Security CS 6262 Nick Feamster Spring 2009.
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                                                                            
                                    
                                        
                                            
                                                
                                                    

                                                
                                            

                                            
                                                Secure System Design and Access Control Nick Feamster CS...
                                                
                                                    
                                                        Category: 
                                                        Documents
                                                    

                                                

                                                                                            

                                        

                                    

                                 
                                                     

                                            

                

            

            
            

        

    


            
    
        
            
                	
                        
                            
                            Choose Language
                        
                        
                            
                            
                            EnglishFrançaisEspañolDeutschPortuguês BrasilTiếng Việt
                        

                    
	
                        
                            
                                
                            
                        
                        
                            
                                
                            
                        
                        
                            
                                
                            
                        

                        
                        
                            
                                    
                                

                            

                        

                        
                        
                            
                                    
                                

                            

                        

                    
	2022 © Cupdf


            

            
                Quick Links

                	Community
	Sample
	Features
	Blog


            

            
                Company

                	About Us
	Contact
	FAQs


            

            
                Legal

                	Privacy Policy
	Term Of Service
	Cookie Policy
	Cookie settings


            

        

    














    





    
    
    
    
    

    

